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Guidelines of Countermeasures and Police Reporting for Ransomware Cases

Usanut Sangtongdee!

Yanaphon Youngyuen®

Abstract

Cybercriminals apply ransomware for extortion with an ability in locking data assets for
monetary purposes. Hackers create malicious software based on cryptographic technologies
combined with software engineering techniques. WannaCry and Petya are malware that has
damaged vast numbers of computer machines around the world over the years. Spade
ransomware has recently defined as an infectious attack at the Saraburi Hospital. The priority in
dealing with these extortion threats is denying payments and stopping a negotiation with criminals
at all stages. No More Ransom project is an initiative to provide victims with advice and decryption
tools. WannaCry, Petya and Spade remain among the top cyber threats this decade. Dealing with
aggressive denial of payment is what the experts recommend. Terminating immediately when the
incident occurs should also be put in place to reduce the widespread infection. A defensive
response is to regularly back up and update operating systems and antivirus programs. Channels
for filing a crime report are a top priority for all police countries. Connecting information from a

victim as an informant is vital in an investigation to obtain intelligence, leading to the culprit.

Keywords: Ransomware, WannaCry, Petya, VoidCrypt and Spade, police report service
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5.1.3 aUn (Spade) \ufauassuuvunilsiignszsyliiduaiesdlelaufsmenuaaszfideifon
Augeut W..2563 (Mahidol University, Nakhonsawan Campus Project, 2020) sauasauadunilly

sUuvunsAndevesaeufinneifioranalnadenmadndsdoyn faursFenailddgndalvogiundu
youTawisialuiiderssda3uv (VoidCrypt) (Cyber Security Plan, 2020) Tnafinislaufismeaaings
psrnUASILINII IR e wAIEY 1.6.2563 YeRndunafivilflidnauesnamilsdolndulanyaondiasing
#18 Void 3o .Spade lngagumendudinanannais emdudonnluvsngdaud sl iiud
wanUaeuasaninisdnsiadiudtesiuelidunts susvumadrsialdantnenssunsdrsiady
UADNWUUALNIATAS BUUULBDLeE (Advance Encryption Standard :AES) HENNE1UAUSANDIAUNS
\Winsawuvensioate (Rivest-Shamir-Adleman cryptosystem: RSA) dawalinisteatoyaveldiluly

lngUasnseilseuiaiiougldanunuindasnngldnudu



ANz IpLAEARsLaTILBYANERS

“Msansavarans” I 21 adun 1 35

- Favorites

- Libraries B

;L™
IS Computer _root_mon.exe.[st Decryption-Info. Eula.tet.[stevenio: IMPORTANT. tt.[

evered 34 @gmai HTA 134@gmail.com] stevernod 34 @gm
G‘j Metwork
Void

License.tet.[steve procmon.chm.[st Readme.txt.[steve Settings.ini.[steve

ned 34@gmail.co everncdl 34 @ gmai nxd 34 @gmail.co nod 34 @gmail.co

sUawl 1: Tidgnidrsiaasyinese Void waglwduuzahmsdau HTA (Sonic Wall, 2020)

{]a]a;ﬂ’uéhhiwusﬁgumaumﬁaamﬁalmﬁﬁamh%’aLLUU .spade ﬁiﬂﬂﬂiﬁﬂﬁﬁlﬁﬂﬂ’]iﬁﬁ@ﬂ%@%a (backup) 17
nOUNUN uaﬂmﬂLﬁﬂsﬁ’alﬂ/\la“ﬁLLé”séTaﬁaLL’J%Q’@mﬁyﬁammlﬁ;ﬁ%ﬁﬁﬁ%mmamiﬁa (Read-For-Decrypt)
melwddaninuviin .HTA (HTML Application) (Sonic Wall, 2020) AgaglitiszRuduinaesiivisedna
FuRadudwzldsundesdiodmsunensianduun Tadswaiivnaznuuindeusutauadaaldun

rsaencrypt@tutanota. com, rsaencrypt@protonmail. ch, VoidDeceryptor @tutanota. com, 130

VoidDeceryptor@protonmail.com

5.2 UG URlusEAUaINaAaNITAIUANENTUNTIINITUNI SEUIATRITALISISunAle

n1309n0U (removal) Tawsisenanlaludnisnlasuanudsuiuiu wisfnasitanuiiile

a o a ! v | a vy dl Y] v v | & f
Antasasunarlawdqliaunsafas)Aunsensnnoudawisls Jagdulilasanisannusiudesening

Y

(%
Y

mihgnudiduldngranewaruenglruinisaulasndenieseuvaisaumalasiuioseaun uinea
Tnssnsenidnailduieluuesusudy (No More Ransom) Tasamsildsunisatduayuannmiaeaiunindy
UAZLONTU 817 MBI INTTUNIMALULABYDIINTILULSOIIAUA (National High Tech Crime of
Netherlands Police), fiugsasue1veyInssuleiuaivewinsdglsy (EUROPOL’s European Cybercrime
Centre), UsMunnTl (McAfee) USSnuaatUaaf (Kaspersky) tudu Inglassnisasnaniaiidunisuu
5YUVUILUIANAAAIA VUL WARN DS UDELNYOULTULY D3I d (Amazon Web Services) uagu1551A201

(Barracuda)
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[

ngUszasrvadlasinisendnala fe nstewdedinuseuladlinszminianssuliodonnidu

£ s 1

Wit asTawasisunAlandviuanekuAuauiy nsaiuanulasinisiulidneurnisasisnnunsemin
SUsHuNsateneawazn1ssmdoloiame ulazilulasinisiinedslufiuiniaiiuglsufini us
Hulwivradlasan1s5eadunIswanINanalsnIwIuInga 36 A1 (No More Ransom, n.d.) @silnnwnine

Walrusnnsaiewiunu

5.3 1A3YIYAINUS UL BVDIDIANTHITIVTEUINUSENAF NS UR AR ULALATIVABUNIT A

LY 6 a I 1
Lﬁ@!llaLL’J'iL'iEJﬂﬂ'ﬂﬂ

M15199 1 : MHeuimTIaNTINaiuayuLaERTIREeUN ST ULIRURawIsSunAla

Police’s contribution Police’s contribution Police’s contribution
Country Country Country
Partner Report Partner Report Partner Report
Australia v v Iran v v Singapore v v
Austria v v Ireland v v Slovakia v v
Belgium Europol v Israel v v Slovenia v v
Bosnia & v Ttaly v v South Korea v v
Herzagovina
Bulgaria v v Japan v v Spain v v
Croatia v v Latvia v v Sweden v v
Cyprus v v Lithuania v v Switzerland v
Czech Republic v v Luxembourg Europol v Taiwan v
Denmark v v Malta v v Ukraine v v
Estonia v v Netherlands Founder of v United v v
No More Kingd
Ransom project ingdom
Finland v v New Zealand v United States Interpol v
France Europol v Poland v GCC POL v
Germany v v Portugal v v Interpol v
Greece v v Romania Eurapol v Europol Founder of
No More
Ransom project
Hong Kong v v Russia v v
Hungary v v Scotland v v

fian: List of supporting partners and police report service (No More Ransom, n.d.)

[ 3 o A v o ) ] = o a 1 1 a o
"UWU’JU’E]W]H?G]']?J‘UVIL?J’]TJ&ILUUﬁ’JUVUQﬂ‘UIﬂNﬂﬂiEJﬂLﬁﬂ?ﬂiﬂ (No More Ransom) da1U3UNN

1% '
=

Tuegsallaadaiulianmsedieiy susuunsiidusiutulsenaulumenisatiuauuninginsuwag
N1SARAUATIAABUNITTULIUNE NTnenslasunsatuayuiuuenaineglusuuyuuaidesiuluns

ninensauBY taun Mdena gunsal wazanui Jagtuliviisnudis 41 wiannnalanilidnsiy
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1a39n15 sirsederlusiduiissUsemaiernnglinirendeu (Teyadloiun 6 natau 2563) Mludiu
wildlunsldanulasenisenidnaile anvazassnisaniunisidunmsdeulesgaanissuudangdawisiy
§955UUTI89IU0961539 (police report) lngnse Mellnsfundsdawrsiarunsadaituteyaludassuy

Usnsneluseweanillisgudieanninugiden

] o 6 a ! 1l v o @
N1 2 : iﬂﬂﬂﬁiuaLL’J?L?EJﬂﬂ’]Iﬂ‘VIﬂﬂﬂ@ﬂi‘ﬁﬁﬁ%i%

Y

777 Ransom Bitcryptor Cyborg GlobeImposter | LambdaLocker Mubhstik Pylocky TurkStatic
AES NI CERBER DXXD GoGoogle Linux.Encoder Nemty Rakhni VCRYPTOR
Agent.iih CheckMail Damage Gomasom Loocipher Nemucod Rannoh WannaCryFake
Alcatraz Chernolocker Democry HKCrypt Lortok NemucodAES Ransomwared Wildfire

Alpha Chimera Derialock Hakbit MacRansom Nmoreira RedRum XData
Amnesia Coinvault Dharma HiddenTear Magniber Noobcerypt Rotor XORBAT
Annabelle Cry DragonCyber | HildaCrypt Mapo QOuroboros SNSLocker XORIST
Aura CryCryptor ElvisPresley TIams00rry Marlboro Ozozalocker Shade Yatron
Aurora CrySIS EncrypTile InsaneCrypt Marsjoke PHP SimpleLocker 7Q
Autolt Cryakl Everbe 1.0 Iwanttits MegaLocker Paradise SpartCrypt ZeroFucks
AutoLocky Crybola FenixLocker JSWorm GetCrypt Pewcrypt Stampado Zorab
Avest Crypt32 FilesLocker Jaff Globe Philadelphia Syrk djvu
BTCWare Crypt888 FortuneCrypt | JavaLocker Globe/Purge Planetary Teamxrat/Xpan
BadBlock CryptON Fury Jigsaw Merry X-Mas Pletor TeslaCrypt
BarRax CryptXXX | GalactiCryper| Kokokrypt MirCop Popcorn Thanatos
Bart CryptoMix GandCrab Lamer Mira Professeur ThunderX
BigBobRoss | Cryptokluchen Globe3 LECHIFFRE Mole Puma Trustezeb

fian Decryption Tools (No More Ransom, n.d.)

L% IS IS CY s

a1setsiudutadsededawisilasinsenidnailalddalidldialuaiuisaniiilvan

o

A A Y] Yy 1 a ) 1 | @ ey P ! o o A A
Lﬂi@flll@ﬂ@@iﬂamqlsﬁlﬂaﬂqﬂaﬁﬁg YNAIDYINYUNALLIIVD WannaCryFake Wﬂﬁqﬂaaﬁaiuum%Lﬂiaﬂu@

' [
Yya v v A

nansiia fldnaeenisnennsumilannsadiluailuaniasedisuazAnyituneaunisailunisniy

auLes Jimuiasesledmsunensia (decryptor) dereudanenii (Emsisoft) loingunsunasnnidlvan

o o

Toyadmsuwd ledgmilauiiisenarlanainvaievia wl WannaCryFake azdaaiuunng1eiy
WannaCry finasrsnanundsluialandasd w.e.2560 Anu wdenaludmeiisidenlunisudladym

(%
Y {

Wewuiudaursveadeiu iesnngldnilienaduauseninaiawisieasusiidelanedddiaiasilen
Jnnslamlaeaarssaunadusalunennsusiauisus eaaneunnudemeadlavig
wenmileluanmsseivneailauasnisngrgiunouiauisudd n1senumaludmiieaua

'
a

Walrsundenorndudaninenseyin nirgaudisialunatedsemaladisrududiuniveddasanis
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s

gnidnalanazilalivgafidemeauisandungriussuusuwdeaulal NnsienunsuiLnnians

Y 9

a [ 1 Y v A v _a I3 & v v a a 6 1 =
SenAladmaliidmiiiuazindinseianuiiuadlawesisdnlalusvasiBeauasngfnisainainn i
a & v a ] 9 aa o A 1 = 1% A vy & 6 1 2
Anduanauie Bdunimanguadviansesessesfinuitenawndelisvilulsslovisensduaiuves
israsasmhenudsiuldngruneiieites

5.4 syuvsundamsdelnieaulal (Report Online Fraud)

o ¢ i | aa v a A v A o a & 1% o

fawasisenarladuevinssuadvaviianisuaenatavsedslng iWedlwaAnvulldaunall
a11130L0 U UNTEUINNTTBNUMA S18AEAULeIH1UTEUUT UL vdtenuluUsenan i e
Tnglumsudanadelnignuusseaunisnevaueseanduassdiu Tawn wuusaaau wasuuuung lng
MapLuuuAnARiuniiaudeinesevsndaundutunieldiisarintu

FIEULT VAT ADINOUAUDIUULTIAINTY Huddasszyfnnugaydenindduaiaduduly
Ty¥suiAsvseiuanafdvianseuniseusgazunfednuantunsRunldusnsidafinme n1eveas

v | Y o I3 a I3 a a v Ay v v a
nsendayadiuyanaudy Tussluilunginisaivasnaiiigyiuly Yeyandewdlsznauluiieg analiuy
PwuRuds Sunutuilaau sdandngiu taztewmiduineudsld Tudiuvemangundudsylewd
fonsesunRrassan liun druinshnsedeasmediud aavune uwilng Juiinnsivsidiesn Uszi@
nsudedeniy U mstuiinveandenasiia tena1sdyyn Tuiindugeu Lena1smangvuiedy
- Y oA A & ¢

waz/viTendnguegeduiondulseluvi

Tusisllidunsszysivandenifoasds sruvasduunguwuunamavasauieduluuyana

WAZWUURIANTUIBUTEN Mntunsalnmieiteyanuieintnsaunsoudssgazideanininsula wu Tu

Y

(%

a A a v ¢ a s o ad ¢ . . A A o q'
UUNLIUNAAY mnmasuimﬂwm Bbila Ugude Qﬂll@@‘lﬂau (social media) GZJEJLLﬁg'L!’]ﬂJﬁQﬁ YBLIYN N

Y 9

g Manuenthauie sruwmuy Judu uimndfesadanseindunguameviessdng fudsaunse

WuAuseazidenmidutionidns wazivlednoadeuleslUdiusenineduvesnusie uanaintunis

' '
a A

sryTvavunn1stseRududsidesseylivuiu lneunfazd sawdeguuuunstneduiignvasnaisly

a v A

917 UayTsurans dasasinuiemdn 1Ga usn1snsRudiannseding Ruan [Wudu

fouNzaugANITUIUNSUI VAR UTEUUUSN1SRRUlatuliy Tnevilududsanunsassysgasiden
a a 1 ¥ A & a ] & ) L 1 a ! a ! a ¢ 1
dindnluyesnisnsendeyaniludasy duilaslulseleviogagwenisusinUesonginisalnioms
ssenaludenlesiunsnunsudsnfduiadieaiaiu sgrslsiauiudsiosiassdnanedinisuds

<

v LY =3 =] d' S o a & <3 ) ! £ [ [
Uiaau ‘Uum'ﬂ‘lﬁi@ﬂﬁﬂ@Lﬂﬁ@u‘l/lﬂﬂLﬂW’U’]ﬂﬂ'ﬂ']ll‘lllmﬂiﬂﬂmﬂm@"l‘ﬂu{LUQﬂﬂi@i'} doudaunauluN189aq
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mgmalulagssuuiuwdangesuladlutagdunaigesdnslanmuissuunldnisimginnuiiaule
TUATAYANTIUTOUAABUIEN

5.5 msfuiledauaiiFenelalulszmelng

ol w./.2560 dawisiseneladaiuuiasig (WannaCry) gnasianunisunsseuinlulssine
961903199719 drdneuiugsfanedidnusedndineseanuliindnusisanumgdeanauiuy

o A =2 « = & a B | Y s = ] i
MaEWIFITENIY W.A.2554 f1 2559 15aeaunnfiensalusnuedt w.e.2560 Hianaitulawisisunala

wazdoniile (botnet) gnldianszuuiasevisrouiinmesvasniasguazionvusgiwowios (Umnoiy-Pol

¥
= [

etal,, 2018) MepghampnsallanfsnigiuuianeniiaulafafuiuaudSuudans 191 ¥aeWnTINss

Y

JminAsazinuwaastBans winnsaliinded w.e.2560 lneiauidemetuinlissuusunaame
nyavrinngluiunniassdmin (Thairath Online, 2017) miﬂﬂm“wmﬁ’awwmmmmauamamu

Y

Wnthilmediavesisasandnanansugaussuulinduanldouduing dawrsiunesegnldds

v A

v A 1Y) a ¢ a ] o s A & ' 1Y)
UVl a iy“ljﬁlﬂﬂ’]i‘l/li’&llﬂll‘l.ﬁﬂ'ﬁ@aulau Iﬁ]ﬁlﬂm“dﬂ’]ui‘l/liﬁWWN@O@L‘UUﬂQML“lsj’]‘Vill’]EJ‘VTﬁﬂ

Y

' [
=

nslanfniissuasisagulaisdnnuudeldulsingmsalfiindu desunludszmalne
HAkSAUAS ULNTTZUINAANANIT W.A.2563 H1UuN1sASIaNUYean Ul uAnuUasnselauaslu
vaeUsena lsameuialuassysungnlaufdiuseuiuengu AnudevneTAn Uy i Uawmeianns
geyiden1ansltiu widtenlavusgauiveyansileudiievedlsaneuiagnidnsiaias Yadunsidnda
nsliusmsnumswnnddameayeiniun ssuuasaumanislukazaisuendenueanistiusnig
I3 ) P a wa ° ° ' A
Junstiasidadunsujifaumiusiinnsgulaendisnulvedse

5.6 nMswdsmaduanaulaueinelulseme

“UENV]’NiULLﬁNLMGILZJEJLﬂGmEJﬂﬂmﬂJVl’NVL"ULUEJiﬂ@ﬁﬂi“L‘Vlﬁl‘VlEJiJE]EJﬁENLL‘Vi\‘] oA 1) aue TR
FaaL38U 1212 OCC Service (1212 Online Complaint Center, n.d.) #ag 2)53UUsundamngoaulatves
A1923UT1UU T INTIININImALULAE (Technology Crime Suppression Division, n.d.) Tagvivaas
' K ' P ' Yo Y Ao a A ) A A v v &
Poandiianuuansissnuniigausuninnaiduses wavaudnyazveunaNlaliude aug 1212
L‘U@I‘VILLNL‘VI@LﬂEJ’Jﬂ‘Uﬂ’]iENLiﬂu%uﬂlﬂ%ﬂﬁuﬂﬂmm nsvigsnssuesulatilundn drugudsuudees

a

G’I']ﬁﬁ]’ﬂﬁl‘”LuuVLIJVlmGﬁ’]EJWiE]E]’]“UEU’]ﬂ'ﬁ’illﬁ/ﬂ‘liﬂ@llﬂ/\lilLG]E]’iVT'ﬁE]LﬂEJ'J"UE]\‘iﬂUMﬁﬂ%’]u AIvia
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ﬁ _.—. gi} dosio sgng ﬁ {'

d v o _d 3 ¥ o

. . AsrUIURISARNTE avradeuA M Tanlsaiual HITINEN
ELEH“'TH FEUUTULRRIME
Action Fraud

51 m"rumgmdsﬁ ff)
adlugutiaua

=) 3
WurBuazEy

falii Hugrudauau
WA

a

s

LifusRuarhiduaiu

SUMWA 2: NUIUNTUITARBLNIHIUTEUU Action Fraud (Lipson, 2019)

b4

¢ o v s I oA o a = Y] ¢ o
ﬁu&]3ULL"i]QLV@ﬂﬂﬂ’]ﬂil%LU@imaﬁﬂﬁngﬂlmﬂﬂQﬂENLL‘VNL@JE]u’ﬂfuLU?EJ‘ULV]EJ‘UﬂUﬁu‘UﬁULL"\NGU@Q

Y 9 9 Y

A51aseUsEmAlulasinisenidnenla (No More Ransom Project) WuniiAIuuand1amaleqn d9usn

(%
Y

Aensameidoududame qud 1212 uazqudssalinuszuunsamedeudldanu faesurasudy
nszuumsuidshumiiuledsonsTogldidensy (visiton) amnsansendeyaldviuil fadennisuds
wauvadunisidenvgieviedesdeasou sontdufudsiensendeyalinsudrundesdon
vndugnisaaduliinseniiusgaosudrdsaunsanaduietiufindrszuy wiedinadelisnivan
IndTadiifoiufuuazszyiudeudifamgldfiny wiluieiae nszuiunslidSundadana
founduruszuvesulavorninanudun feaesaud undlifivosdmiutuiindoyadiuyanalii
andude wiwana sneavlnsdd Sud Fedsausoulav iHusu luduiuandsnguduudavnues
M98 InsTI8NI15E UL Action Fraud AflddesszyseaziBoauuuinnzasvesanuzud
Fonou uenintuseasdeaisafuaugyidenesnmaiulilddndestonulvssylilasians

agalsinuiudsensaznsendayarunaestennudmsudoyaiiuduneionliudilaguiu

6. Agluazdatauauus

NNTANIAMENYUEYBIUTUNTUSNA LA JULUUNITATIANUESNIY ARDATULLING

'
=) % % = a

nsfuilefudisanaunvuyisensemindduludnuuziduingriunil fisuveasuliiinanudilasg

q

AszFusaa Ul
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£
= [

6.1 Anudutaunawmalulagniinunduritliauingleiues (cybercriminal) @a1unsadimiuay

<

d' a s A Y U W sl a Y] = |
Lﬂi@\‘iﬂ@llel,maiﬂ']ﬂig?leﬂavﬁ@lﬂﬂi‘waaﬂlwawﬂﬂLﬂU‘l}ﬂ,ULﬂiﬂﬂ LLi\‘I@J\ﬂﬂWﬂﬂﬂ@ﬂﬂUﬁqﬂﬂaﬂqi@ﬂiiisﬁﬂ

Y

a

IRUINAELABWANAUNISAUENT ANV WATY TaLISTLATIANTUINNNITADATIANANUYDINIG WHT

fenazidulusuulnduuuindwdngduunilaeinazldvasnaeliivionasdaindunsinnedeans

Uszdriumuunfnuan mwinasuuesnyinenuy ssludefiansunisdnsnazlaauunaseinugufinueig

Y

p1aaglildnduAuinlaeauysal

a o

6.2 wimmaenasmgialsitenAlanundunsdearsusearfundunuiglilunagsiadann

Y

anuszdnszidunsnsiaeuddaziloniludeny nmssulledumnnisalillelvdgnidnsaniinein

Aunaunaeved iU lrlilasunisudluleedietmaluiui vareasalnavasmiesnisdusey

FrszRuduelamenisliruiefudnindun lunessiuduauieseusnasainujiseinevaues
A Ao v T Yo a o ' A o g v a o &4 3
voundeniseteanuruy mnlasuiuasuiiuunmnmsdesesdwihliiinaudulalunisasiiod

] a o I a = v = 3=} & o DY Yo vee a
wivngniiniagudauduasunteavaesgadslndnniy uiildunsasvieuliauiglasuitenisufias

FONTBULDUAINATY

Y

6.3 lassnsendnaladecdugudnananisdediudawisluseivaina lasanisiUalvuinisaen
soudawisuuulidaldangdiunisaniunsmisaues wmniuauamsavesldniluesinsgsia

nelalasimsdsnanduiliamsnuilugiusfileimnaiuanudualaoniessuunsuiinesdeenall

vy A

nsseniualdangluuinsdl wivnenaadeyalienagAuasudiu wivinligldlansenindenissne
ANUUaRAA BRI TBNADIE UUADATAININNEUBNBIANT

[y i% ¢ 1 Y a a o & a o o o [V Y] aa o 2/
6.4 ﬂ’ﬁi‘ULL?\NL‘VHF!EJEJUI@UN’]U?%U‘Uﬂ’]ﬂ‘WUiﬂ’ﬁ‘VlQLL@I@EJGHTJ?\]LUUﬁQﬁ]WLﬂUﬁ’]‘MiUﬁ\‘]ﬂ@J@"\] GEEN
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=1 v 1 o

nsvasnaviselanfmeiaisisena oyt udou witeyaiiugunsdiuyana N13T15ERY Larn1T
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