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Abstract

Based on the concept of data security, many encryption methods have been
invented to protect both personal and corporate information because the available security
methods may not be sufficient. For example, the data is retrieved by DBA and that results in
confidential information being attacked by malicious users. Decrypting data from the database
and changing or distributing confidentiality can cause serious problems. This article presents
the principles of database security methods in data encrypted by amorphous encryption,
which has a high level of security and is widely accepted in terms of security. As its features
can prevent ill-intentioned users internally and externally due to a high complexity of the

coding system used in encryption, it is widely used for sensitive data.
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