NIEATIVINTDwY Iz dRIvemans

Journal of Criminology and Forensic Science

wuanenstasiudeaindawasisendlaluszuuaiuauanann sy
Tulssnuuanuinssuasasagse: nsdifnwasUlndanines
Guidelines for Ransomware Protections on Industrial Control Systems

in Phra Nakhon Si Ayutthaya-based Factories: A Case Study of CryptolLocker

Anen uasing® , anngy WSUNIUNG? was ASYMS Auuds”

aa o

L 3nenseuinnssundiawmalulad umningdusdn

2 dinufianig drtinauemznssunisnisinwanuiuasUaeaselauesuies

Phitaya Nakhonthai', Naughtakid Phromchan? and Krishna Chimmanee®
! College of Digital Innovation Technology, Rangsit University

? Office of Operations, National Cyber Security Agency

Received: February 17, 2024 | Revised: May 31, 2024 | Accepted: July 25, 2024

unAnge

Tugavesgmamnssu 5.0 szuumvalulssaugaamnssuinisideusoruiasa91e
poufamed fewniinaedunidutmnendniignlasilaeifauiGendild dfu smafeady
i3siivaguszasdifiomuuamanistestufonnauaindauifidenenlafmnzan dwiussuy
muaslulsanugnamnssy dadundduidagunn lngldnsuszgameinnisnguidmaned
Avupsensaununguiiemuuimatiosiusiauasiendldnaenaudeufiflunssuiienisloud
ndanasisenalaneluszuumuanlulsanuanaInnssy naanmide Ao 1) lAwaunmuwImna
Josiudiawisisenanlawansdisnnuduiusseninamalulagaisaume (1), walwladi@aujuainis
(OT) uATEUUAIUANEAAIMNTIA (ICS) UUTLUFIU 5 FUMBUTDILUINIIVDIENTTUNIATT LAY
wialulaBunannd nsznsumdvdvesansgensni uag 2) laluea (Model) Tunisldauasessing
lefilew (T Zone) uaglefilaw (OT Zone) Inglvianuddryiugudeya waznsfigaiddnu Jady

noaulutagiu uagliluldasdulsanuaramnssuvunalvg dunsdifine

(% % s

k.
AdARy: SEUUAILANGAANNTSY, tawasiiunanle, wWulelead

" Corresponding Author, Email: sanon.s@rsu.ac.th




U1 10 adufl 2 Heou nsngieu - SuAN 2567

Volume 10 Number 2: July - December 2024

Abstract

In the era of Industry 5.0, control systems in industrial plants are connected through
computer networks. Consequently, these systems have become primary targets for
ransomware attacks. Therefore, this research aimed to identify appropriate measures to
protect against ransomware threats for industrial control systems. It was a qualitative study
utilizing focus group discussions or targeted academic conferences to find ransomware
prevention measures and response practices for ransomware attacks within industrial control
systems. The results of the research were: 1) A technological diagram that illustrates the
relationship among Information Technology (IT), Operational Technology (OT), and Industrial
Control Systems (ICS) convergence based on the five-step framework of the National Institute
of Standards and Technology (NIST), under the U.S. Department of Commerce, and 2) A
practical model for implementation between IT Zone and OT Zone, with a particular emphasis
on databases and authentication, which are current vulnerabilities. This model was applied in
large industrial plants as a case study.
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Three Cases Studies & Real Case
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visooulvvesdyaniugliuinsmeuenliufoifmudnyanodaunssasa

6. N15U3N139AN1T (Governance) nsanuaulaule (Policy Setting) N15A1AUA

Ylauendnay waswanvandvsueenns Yatd@uawuznstesiussantawissenailea
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1.5 NMIMMUANALNSUIIS
Fansaruidss (Risk
Management Strategy: RM)
1.6 MIUIIMITANISAMEES
wslgguniu (Supply Chain
Risk Management: SC)

dmiussuumunugmavngsy (ICS) nnsainislaudiiinduaisainsiauasizondnlda
3Ulndennes (CryptoLocker) asAnslaia1saunisnud1Ay09518n15aunsng e
auysalasudunazgndesdmivnsdanisanud ssneluaninuwandouludau
walwlaBigaUAng wavseuumuauaaainnssy mitesiudegn siufiaihuifnli
\Folalasnsrasounnedng (Zero Trust) lunisuszifiuarandes msdanisvesind uas
nsfamuanudady waeiuludevinisiineusuyeainsusyalasuna ludwled
naenaudafvuadiuaulaendolauesnangumine wardotsdudifnadonis
U{UR WU anmanslasfivesiawifisensldasuindenines (CryptoLocker) e
anaudssnaifing Ideendetidvegiuasenialunisldgioadunadlasi (UsB
Flash Drive) LLazLﬁmuIamsJﬂmﬁ”ummLﬁlmlu%u’umuuﬁﬁﬁ&masmLﬂi&ﬂ%’m nioy

asnasuAnLUaenaislumninaiesdnsidieenmelusruumuangaannssy

2. wnsnistestuninudsdi
9199EinTY (Protect)

2.1 MUUANINTAITAIVANNIG
11819 (Access Control: AC)
2.2 MIASNAUATERENLAY
A1 NBUTU (Awareness and
Training: AT)

2.3 nstvunauiuag
Uaonsiurestaya (Data
Security: DS)

2.4 n3PUIUNTUIFITN
(Maintenance: MA)

2.5 darunaluladnistesiu

(Protective Technology: PT)

1. n3AIuAuNsEnTsesA nsdeadamszuudmiulesiunaznisinwianusuaa
Uaeaduifieniuuszavsnmlunmsianisanusiunsasnsty dosinisifununduiinmg
nSugsnaidderionun

2. MyafuANUATENiNEIUYIENT wagnsineusy nsdtaesnnnsalaiiougnlaud
femadiang q lawvesidnivesled (Cyber Exercise) dmiuidniiitled luwesnia
(Cyber Drill) dwduidmiiiuftanisluseniie uazludruveuneluladidsufiing
LagsTUUAUANERAMNTSY agaliasTay 1 Ads

3. st munenuiunsaeafovesdeya imsdansdisesdoya anu-assui s
drsestoyagunsniludiuvesnaluladidalifins uagszuumuaugaamnssy Javh
N55UIUN1ITANITIUE BuLUas (Change Management Process) Lﬁ'aauigmuaz
n3IvdoUANgNFBsBINIsAs I atszuUleTivivin

4. M3Un3esnY MsUTuUTITenuLas wazn1ssuianasaenfedndaslnifiingu
Vil

5. Savweluladnnsdestufiviuaioegns wu n15i1sadeya (Data Encryption)
FYUUNTIATU LLaxﬂaﬂﬁ’umsu‘ﬂiﬂ (Intrusion Detection and Prevention Systems:
IDPS) lnl$readsnuanulaensefiviednteauseundindu (Web Application) 910
nnslaudnisleiues (Web Application Firewall: WAF) szuudanisdeyauasingnisal
AuUaendie n5399U A58 LavnevauewasuaAnAuiuANUaensiElaag1el
UszAnS W (Security Information and Event Management: SIEM) szuutasfiunis
qeyv18vesdeya (Data Loss Prevention: DLP), uazn1sundesgunsaldarenia
(Endpoint Detection and Response: EDR) dotausuugnistosiudsaindawisisonan
16 (Ransomware) dwsuszuumuANgRaIMNTIY (ICS) MIoenuuuanIInenssuszUy
Tnefinstesuludeinldusoondu 5 dusall 1) nsdanisaanuvasndte (Security
Management) 2) AauUasaf8n19n18a1W (Physical Security) 3) a1uvasnafe
1A38918 (Network Security) 4) AuUasnfBue9813awIS (Hardware Security) 5)
audaenfevaweniuad (Software Security) lunistestuludsdndui 3 A
Uasnn a3 v (Network Security) 84An5813W91581 N1SHUIEIULAZAITUEN
iwdethelusuanulasnieiaiedny wu esgluina (Purdue Model) titerduuuamia
Tunszuaunisesnuuuuazdanstosiuiimnzay aunsatiedesiusazananuides

NN5IRNF n5eFunNsdsRRaUnRmessuUNsEududnuwuuraedady (Multi-
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Factor and Password Authentication: MFA) Tun15u18 suaUnaiadu (Application)

Jumaluladi@elJUAnig (OT) wagszuuatuaugaamnssu (ICS) nieudesiunis

v

d
goydedeyamenisdsesdeyanvueenladnuvdnnisa-gosvils 3-2-1

U U

3. UININTATIVEDULALLAN
seiufoananumslaiues
(Detect)

3.1 MIATIRIVMANITS Lo
ANURAUNG (Anomalies and
Events: AE)

3.2 NMIRTIVEDUATUAINM
SfunsUaensvegsieios
(Security Continuous
Monitoring: CM)

3.3 NILVIUNTNTINY

(Detection Processes: DP)

1. mmﬂﬂﬁauLLazLﬂﬂiz’i’dﬁﬂﬂﬂmmm’ml‘dmai‘ (Cyber Threat Detection and

Monitoring) fiasasenalnuaznszuiunIsiiiansiadumgnisal n1sdauseinnuag

oA

Aaseiivgnisal msseyddeanaiunidlees viemanisaliieaiuanuiuag
Unanseleiveinmun
2. MInsvaeuAuANuiuntaendedosdniunismuniunalnuagnszuiunisedne

Teslay 1 ASS

s

3. N5EUIUNSRSIATU USuldieSasiiediviuativedn wuealaddy (SIEM) Londaans

s

(XDR) 87213 (EDR) wartodalatanns (SOAR) Wiaui1vunfns1adouwaswi lulaniuuay
Anvuall Jarausiuznistesiudsaindawisisenaila (Ransomware) dmsussuu

AuANgnaInnTsu TudiuvesssuuuuRng (Operating system: OS) #30 TUsunsy

wa

dulngidinsdradelunsldlusunsudesiulisa msnsisduenadesdduuimeujia

U
Ay wazfansivaeuaNiiuld sgudy tasesdalendfeninliusnisatduayuy

Yeauanizaesszuumunugnamnisy Jo17iidndiu awaans (TXOne Stellar) veq
wsuabkulas (Trend Micro) (Kobialka, 2023)

4. 3psNIRTymalonsaa
wusfeanAUnIleues
(Respond)

4.1 NNTINBHUNITADUEUD
(Response Planning: RP)
4.2 nMsdeans
(Communications: CO)

4.3 MTUATIEA (Analysis:
AN)

4.4 MIAUANYUAKLALIINA
(Mitigation: MI)

4.5 MsuTulse

(Improvements: IM)

1. Lm%’uﬁama]miaﬁﬁwummfumﬂaamﬁalmua% (Cybersecurity Incident Response
Plan) fiufidnvindumeu doans fnden numuuardiuuzliar 1 adwFeunnndy

2. wwumsdeanslunneings desdaiununisdearslunnzingaiiiensuaussse
Ingaiiinanmnnisalld

3. Tindeunusiunsuaensielaiues (Cybersecurity Exercise) Munmau wazUiuusteda
fostay 1 ade

4. MInTRdeukazn1sRauauawamnnsalnslguasuaglilinidleiues (Cyber and
Non-Cyber Event Handling) izqLLamj’wLLuﬂmslmiaiﬁLﬁmﬁuﬁdamaﬂszwmaww
AIVANDAAIMNTTU MINLKWKTEYe Tarausuurn1stasiudsandawisisenaile
(Ransomware) dvSuszUuAIUANGAAMNTTH (ICS) LAZLHUNMINDUALDITEANAINNI
lwues (Incident Response Plan) 1ty Msioans MsliaTzy nMsmuALgiaLazSIin
vouansyngnlawd WWudy snduiUszaumsaifiing uasanusuus venani
osdnsmrsfiansan yaansiisndu sufminensiamelusasaouenlfluususessy

nseuilugsnaegeseiiies (BCP)

5. mmsms%’ﬂmuaﬁy\luﬁmm
Lﬁauwﬁtﬁmmﬂﬁa@ﬂmumq
letues (Recover)

5.1 NFINUNUNMIAAY
(Recovery Planning: RP)

5.2. M3UTuUss

(Improvements: IM)

1. §mviunundudelloamnsgsiia (Business Continuity Plan: BCP) asdaaauliuyledn
ndenogadoslas 1 ad iioUssifiudssavinmusaununuiitual

2. unasjAudrses (Disaster Recovery Site: DR) vntsdisasdoyaaniuiidulasdui
wagdrsosteyanundnnig aw-aed-nis lunsiAuanindeya desiinisimun
szozafidfyvessrezsinamgavsinfivouiuls (Tolerable Period of Disruption:
TPD) su"NL’Jmﬂ’]imm%i’ﬂﬁaau%ﬂﬁqaqm (Maximum Tolerable Period of Disruption:
MTPD) Amusdmaneatdmsunisg Aussuulinduunldauls (Recovery Time

°o v o o v

Objective: RTO) W¥auinungaIa1dIAyd M ULHUNISH AUTEUU (Recovery Point

]

Objective: RPO) 1¥usiu Asfiununtsnaaeuiteyasdtoslag 1 ASs

il
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5.3 #9715 (Communications: 3. WkufAuanmasufiamesmuaumaluladifsufuanig (OT) wazszuualuAm
. . Y 9 9
° o a3 = <
CO) guavnsIu (ICS) msdrsesdayavesefnasgunsallussuuamunulas 1 A
4. m3damsimanisaliuanuduaslasadeleiues (Information Security Incident

o

Management) finsivundannasseaudyansiiuinig (Service Level Agreement:

17

cada a A

sLA) Tunszuaunsuimsdanismansaliiiaund ieanusimslunisuddymniy
wpuaudi el 3l

5. finszuaumssidunisiunnisaliidinansenuiroussdenisdnduanugsialudou
sruUmUANERaMng L Talausuusnistesiudvaindauasisendnla (Ransomware)
Y9938 UUAIVANGAAMNTIN IilA 1) MTIUEUMIAUTIENImMINeInInelulay
Meuen AITHUNUNIINAdEUNSATRYAAUIINNISdIseTayauuvanlall agtaed

ay 1 AS3 2) ununsaeasidlusyansnmenielulaznieuen

aAUsENa
310915799 2 IaiaueununInkwInianistesdudsandawisisunanlalussuuaiuny
geavnssululssnunansiinnuduiussenitavalulagansaumea (T), waluladidaujifinns (OT)

WaYIEUUAIUANDAAIMNGIN (ICS) UNitugIU 5 Tuseuvatiuiniwendulewoail (NIST) Al

= - =
5 DETECT g g 3
2, e s 9 g
B ? 2 2 o - oo 3 5= E? (S aga <
223 Tuwdulaiiuacladion (OTICS) msifasiwiawadizondnld SL P FFE r8
&

3
(Ransomware) ansusulFiedasiianuasiolumsasaesy =5 K3 .5 )§‘.; ‘g
b wmgmsiuazanuiaUnd  usruuesRTumsynInlad = 5

s (IDS) us: syuuilasnumsyngnlafiies (PS) us:ld

s:uuqsoﬁuﬁ‘ﬂsaunqua"xmaniien%' (XDR) HRNHEH

numsaauawasdalaemedaars (EDR) szuuljiams

wialusunsusulngdinailunaitunammivaradasls
wnmalfiiamasuazasrsauamnuhnuled

awd 4 wumnsdesiudauasiSeneldlussuuamuanenainnssuuuiiugiuainiuimnaiRveanalulagid

UJURN15 (OT) warszuumuANgnavnssy (ICS) wwzamuilisduaniduloieadi

—
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adt 4 fldiauelilunmAfoadul Wussunmamnistesiufeandausidonaild
Tuszuumuaugeavnsslulsssdunmsn dwiulunmi 5 diliealumsldauateszninge
e (IT Zone) wazlofilsu (OT Zone) Tuszuumueugmamnssilulssnuaniiuiinszunsed
o501 LletosiufvaindaniiBonaldaiuindenines

amdt 4 lalduuimaieatufunuiseess Chimmanee & Chotrungrat (2021, pp. 104-
118) Alsinauensuumamsilestuifausizenalavuiuguveslewead (NIST) nasdu (Version)
8374 (Draft) atusa uadaldldeanwuuindmsvdiunalulagidaufufinig (OT) wagssuuaiuay
anamnssu (ICS) uananigdenadeiunyisevas Wiboonrat (2022, op. 1-6) Falguinauenun
mamstestutanndiSendrlduuduleioadl 1edu (Version) SP 800-82r2 FaiduiAenfuszuy
muaugeannsslasan wioglsfnudaduatuiises ddy wwuami 4 Saduuuamans
dosrudvansiaudiFendldluszuuamuaugramnsslulsanuildsuesdusznouveanalulad
FUURNNT, sruumuananamnIsuwaziouleloaiiaesdu (Version) SP 800-82r3 wgei

Wordunisfigaddn wuAaiduauslunind ¢ ansadnndszgadldauasslunis
Joatutawrsifonalalussuumuaugnannnssy K lunwmi 5 léuansluina (Model) Tunns
sty anarundsauarinfavouaiiufildiuarumdemennnisgnlad Taeidudeudeseming
drunumalulagansauna (), drununaluladidaldainis (OT) kagseuuamuANanaIvNgsy
(1cs) Badunsdifnuaidulssnugramnssuruelugluiufinszuasaiogsen Tasnsutsdiuuas
nsLunNLAIUNY (Network Segmentation and Isolation) lﬁﬁmimﬂ%maﬁﬂimﬂa (Purdue Model)
Wolesiunazananuidvsainnislandnisleivesaindawafidenaila (Ransomware) @ sls
anudfeyatesseluil

v

1. nMsluavestaya (Data Flow Model) Toyaannsyuuaiunuanamnssy (ICS) lunni 5

Y 9
[

Mnsgduty 1 mathdeyasenlufimmadeihiiulusssedutu 3.5 gruteyaszdugen (Database)
LargIUTeYATEA UL B8LYIINITTINT Y AR 8LeAALeE Lodladalalad (SQL Server Integration
Services: SSI5) awuluusazseduduluisedutu 4 srudeyaeaiuoandnszuuadstoya (Data
Warehouse) Ingn1siiviunuleungiadion (ACLs) aug1nlnsinaeafidiinesn (TCP Ports) 1433,

4022, 135, 1434, uaggfiinasn (UDP Port) 1434 ity wiauiin13ni9deunarAIuANNISIdNDa

Toya Fedlieanlasuangaminiuiiaunsadntieyals iedssiunislaudlaeldinaiia T1071

'
= =

Fagnltleesiawisisenailansulndanines (CryptoLocker) lunwi

(% (%
Y LYY

2. MIfiglMmnuvaLAarsEauty Tunmd 5 seninaseaudu 3.5 fuseduty 4 uag 5 39

I 1

Jugaseuludagdu angunmaziiulainluna (Model) dyaiuluiinisdanisinietie waznis

q

Wgldny (Authentication) N15Uasiuren1sInnIsUayalsedfdkazn15ae (Identity and

Y

Access Management) seuvagiimstudusinunuauanslunisldnuunglddifsssuuvsedoyaian
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Huldwindy dewfiuausindedosonisimunnsishueunandu (Application) frensiudy
aanulagldvatedade (Multi-Factor Authentication: MFA) n1sgiugudinugldazdasseytayainn
oehation 2 Yadefiunndnetu (2FA) 1wy FedlimSourtssiashuiidaududouiivasafomuulous
Mun wastousalediit (OTP) Budusimuainuweundindu (Application) fiad1eswaledidt (OTP)
vulnsdnvidledie Wetestunislaudlagldiveda T1199 degnlilaefaufiGondrldaiuindenines
(CryptoLocker) lunwil 2 saufansiddeszuvanadevieadioudiusa3fdu (Virtual Private
Network: VPN) ttetiasiunislanlngldinada T1133 GagnlilaesiawnsiFonanldnsuindenines
(CryptoLocker) Tunnil 2

3. M3AUANNITATES (Access Control) uagifiaudaonsielussuindlou eliRndslng
1084 (Firewall) iaugndrnlunisauaunisdifesenitanaluladansauna (), maluladids
UAURN5 (OT) wagszuupIuANanamnssy (ICS) Inevinisnsesuwiiniia (Packet Filtering) anlws
1084 (Firewall) n5993uan1uz Josdunislond uazanmnudsinislaufindawasiFendald
(Ransomware) (Belev, 2022 p. 1-8) Tnedansisetne (Network) Suldimunlamnfieiuauseaens
st (Dynamic VLAN Assignment) uagslszuufigayiinuainisidealdsiies (Radius Server) @4
spvhauniunquildluseaiinlasnne3 (Active Directory: AD) anunsaruuaulaunawdnidsnly
madfsfivaendelituedodlaaiousd (Client) Tuustazszdudulaglvianuddnludiussuuauem
oRaMNTTY Bamumineiaviuau (VLAN) uwiludiuvesgunsaiszuuufiinns vielusunsuiidang
\uneftuiidaty Admfosmadoudadiluszuuinietisveanaluladidsufiing wazsyuy
AIUANEAAINNTIUILANUANITBUYIANTULasN 11010952 UUIATOU 18R 28 (Media Access
Control Address: MAC Address) fananad1aguiieruuauleuns (Dynamic Access Control List:
ACL) w¥ouvihnsnsosuiiniin (Packet Filtering) Wagnsaaduaniuy fidsdoyarulwiroadlmiuly
puideuly Tunndl 5 sewrinssedudu 3.5 fuszdudu 4 wae 5 Tnelduleueiiaddundudeuly
iWieszyanslunseygwndsufiasnmadndmineinsteyaszninunissnoufiames vieszning
sefuduniodns nieuilianudidyegvandonluniseygianeinvedlnslnaeafidi

=

(Transmission Control Protocol: TCP) LLazga‘w (User Datagram Protocol: UDP) Fsndudedldam
Foufstuluudarszdutuniotne deens wu Tunmdl 5 sewissedutu 3 fussdudu 3.5 s
dihidliddoyamseygndfafenosalnsinaeaildf 445, 139, 138, uay 137 wiiu uasdidhdty
lun1stiatayaannalulagi@euUinig wagssuuniuAuanaInnssy wu dieallng (CSV) 31n
wdasiefaviamundandny mueuddyestoyaniseunavioufiasnindrdsluudssdutu T
msfsualsuieiefion (ACLs) sehaasinsnuiietlesiuanaudsuasiiuiinislaufiarnandauns
Gonald (Ransomware) ttelosrunslaudlagliivaia T1071 FagnlilaesiaufGondldniuing

annes (CryptoLocker) Tunwii 2
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= ISE Radius server
§] \g “‘:{Igﬁm » idid

AD, Email, . ERP HRMS, Database, Bigdata, Backup IT System Engineer

Level 4/5 DMZ  IT Datacenter
LINE Wireless

Interne.t DMz, ——= @, e [

Enterprise and (A

Business % % :

Network Router

oT

I Wireless id

Firewa AL

Level 3.5 — = .lgg\. ! I' L= El 9 W =3
IT/OT DMZ {3% = o7 OT User ’!]

L2-Switch EDR&XDR Web Farm FTP, Folder Shared SQLSSIS  Offline Backup Jump Server (Host)
Wireless i1
iy °
£ |Level3 - = - - -
] |
£ i 7 — — = 1_1
g Manufa_cturlng = ._L
% | Operations 12-Switch . e
; Computer-Control Machine  Tablets Key in Data Network Printer  Jump Server (Host)
3
Z L2-Switch
g | =3
< |Level2 _1J
S | Control Network ! ..L
= - I =
o SCADA, DCS, HMIs Local HMIs Operation Units Jump Server (Host)
7]
g y 4-’ e
<>

. U PLC, RTUs ----‘
g L2-Switch  DSC, SIS — —L [ S S
1) Controllers - [ 1 ]
2
<
=z
;’ Robot
£ Sensors
g Physical Process Camera
(=]

i 5 TueansilUlgnussaseniamalulagi@euifing (OT) wagszuuaiuaNenaInnssy (ICS) nsdlfnw

'
=]

Tssnugnamnssuvuaivg) 13RUNUNT1 200 A1uUm wazauundi 200 AuulY Tueiiuinssuasaseyse

4. MInIaTuAvAnAa (Threat Detection) Inelfia3asiiodiens (Endpoint Detection and

[

Response: EDR) lunwdl 5 lusgdudu 2 uay 3 dosfinamsadufoanamdinainuans (Threat
Detection) wazlduloursaiunuegisiasininvesnsuiianedaiunuias 03dns (Computer-
Controlled Machine) Tun1smiuaunisiindsvesnesngieadunaslasi (USB Flash drive) uazugys
(Bluetooth) tiiedesiunislauilagldinaia T1091 Fegnldlaetaunsisondrldasvindonines

(CryptoLocker) AN 2

unagu

nudseisiunsAnwnstesiuaudidond-laasuingenines (CryptoLocker) d1m3u
sTUUMUANgRAMNTT (ICS) MnnsdiAnwlssnugpavnssuunalng wagldiunfnlidelalas
P3IVEDUNNDE1 (Zero Trust) Fadunnfnsuanusiuasasnsensleues tnewtufinnsdosiu
naddssruumuaugaansTIRAENiY Larn1adunnuansalunsiAusTUUeseTIG
mniansland Gdldaonedostunarnnsaununguuuiiugiuresduleweadt (NIST) n1sdanislu
drumelulafidsufoing (OT) uazsrvuauaugaamngsy TnglusmAdeatudld diausununm
wanaanuduiusvasuImadasiuiauafisenaAladmsusrUUAIUANENAINNTTUANLULINITDS
wmsgruduleweadt s 5 dunou wagluaa (Model) TumslrusiesuianeluladiBaUfiinng

wazsyuumuALaaavnssy Wedssiuseaniawisisenalansulndenines
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JoLaUDLUS
msfneistlueuanmsesiinsdifnuiiudvarnnislaufmetawidiSonlauindu Feaz
Flrlgfimsnszimedanislauiduiindy eazldihueenwuuluna (Model) lunisiiaaduste
Mndfawaiidenaldldasouaguunndedu uenanimsimssinslasfidesonfiZendldasay
TdannnseuuwiAnveamsuidnyLeauning (25 Matrix for Ransomware Attack) i 9avinlag
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