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Abstract

This review article compiles the classification of cybercrime and offers academic
opinions for upgrading cybercrime to be academic. The purpose is to see the direction and
necessity of integrating cybercrime education into the Royal Police Cadet Academy to be
the main educational institution of the nation to produce criminal justice personnel in the
digital era and prepare them for combatting the threats of the future world.
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