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บทคัดย่อ 

บทความนี้น าเสนอ 8 ประเด็นที่เป็นพ้ืนฐานและมีความส าคัญต่อความน่าเชื่อถือในการน า

เอกสารอิเล็กทรอนิกส์มาใช้เป็นพยานหลักฐานในชั้นศาล ซึ่งประกอบด้วย (1) ความหมายของเอกสาร 

อิเล็กทรอนิกส์ ธุรกรรมทางอิเล็กทรอนิกส์ และข้อมูลอิเล็กทรอนิกส์ (2) โครงสร้างเอกสารอิเล็กทรอนิกส์ 

(3) การน าเอกสารอิเล็กทรอนิกส์มาใช้เป็นพยานหลักฐาน (4) การรับฟังพยานหลักฐานที่ดีที่สุดกับเอกสาร

อิเล็กทรอนิกส์ (5) การพิสูจน์ความถูกต้องแท้จริงของพยานเอกสารอิเล็กทรอนิกส์  (6) การชั่งน้ าหนัก

พยานหลักฐานของเอกสารอิเล็กทรอนิกส์ (7) กฎหมายแม่แบบว่าด้วยพยานหลักฐานทางอิเล็กทรอนิกส์ 

และ (8) หลักเกณฑ์มาตรฐานทางด้านเทคโนโลยีของข้อมูลอิเล็กทรอนิกส์ ซ่ึงการสร้างความน่าเชื่อถือของ

เอกสารอิเล็กทรอนิกส์ที่น ามาใช้เป็นพยานหลักฐานในชั้นศาลจ าต้องให้ความส าคัญต่อขั้นตอน 

การจัดท าข้อมูลที่ได้ปฏิบัติตามหลักเกณฑ์มาตรฐานสากล และผ่านการพิจารณาเพ่ือรับรองความถูกต้อง

จากหน่วยงานที่มีอ านาจตามพระราชกฤษฎีกาก าหนดหลักเกณฑ์และวิธีการในการท าธุรกรรม 

ทางอิเล็กทรอนิกส์ภาครัฐ พ.ศ.2549 มาตรา 3 เพ่ือแสดงให้เห็นว่าเอกสารอิเล็กทรอนิกส์ที่ใช้เป็น

พยานหลักฐานมีความถูกต้องแท้จริง ส่วนการที่ศาลจะเชื่ อถือเอกสารอิเล็กทรอนิกส์ที่น ามาใช้เป็น

พยานหลักฐานมากน้อยเพียงใดขึ้นอยู่กับดุลยพินิจของศาลที่พิจารณาผ่านการชั่งน้ าหนักพยานหลักฐานนั้น 

ค าส าคัญ: ความน่าเชื่อถือ, เอกสารอิเล็กทรอนิกส์, พยานหลักฐาน 
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Abstract 

 This article proposes eight issues that are fundamental and important for  

the reliability of electronic documents used as evidence in court. These issues consist of;  

(1) the meaning of electronic documents, electronic transactions and electronic information 

(2 ) the structure of electronic documents (3 ) the use of electronic document as evidence 

(4) the best practice for court hearing of electronic documents as evidence (5) the authentication 

of electronic documentary evidence. (6) weighing electronic documentary evidence  (7) the law 

model for electronic documentary evidence and (8 ) technological standards for 

electronic information. The foundation of reliability of electronic documents as evidence 

in court. must take the process of documentation into account to comply with 

international standards and pass the consideration from government agencies under the 

royal decree on rules and procedures of electronic transactions in the public sectors 

2 0 0 6 , article 3 .  However, the extent which the court hear electronic documentary 

evidence depends on the weight of the evidence in court consideration. 

Keywords: Reliability, Electronic Document, Evidence 

บทน า 

รูปแบบของเอกสารและวิธีการบันทึกนับจากอดีตถึงปัจจุบันมีการเปลี่ยนแปลงตามความก้าวหน้า

ของเทคโนโลยีที่มนุษย์สร้างขึ้น เริ่มจากแผ่นหิน แผ่นโลหะ ใบไม้ หนังสัตว์ กระทั่งวัสดุประเภทกระดาษ 

ได้ถูกคิดค้นขึ้นมา มนุษย์จึงใช้กระดาษเป็นเอกสารแทนวัสดุประเภทอ่ืน เนื่องจากมีคุณสมบัติ  

ในการบันทึกข้อมูลได้ดี เคลื่อนย้ายได้ง่าย ใช้ในการสื่อสารได้ชัดเจน ประกอบกับเทคโนโลยีที่ช่วยให้ 

การบันทึกข้อมูลลงกระดาษง่ายขึ้น เช่น การพิมพ์ข้อมูลต่าง ๆ ลงกระดาษ จึงท าให้กระดาษเป็นวัสดุ  

ที่ส าคัญในการท าธุรกรรมของมนุษย์เป็นระยะเวลานาน (ณิชารัตน์ สุจริตวรางกูร, 2550) แต่เมื่อเข้าสู่ยุค

สังคมสารสนเทศท่ีระบบเทคโนโลยีสารสนเทศได้พัฒนากระทั่งเป็นที่แพร่หลายสู่การท าธุรกรรมท าให้การ

ท าธุรกรรมหลายประเภทเปลี่ยนรูปแบบจากเอกสารกระดาษเป็นเอกสารอิเล็กทรอนิกส์ ทั้งการรับส่ง

ข้อมูลผ่านระบบเครือข่ายอิเล็กทรอนิกส์ การสร้างหรือการจัดเก็บเอกสารในรูปของไฟล์ ซึ่งมีข้อดี  

ที่สามารถกระท าได้รวดเร็วและมีประสิทธิภาพ อีกทั้งยังช่วยลดปริมาณการใช้ทรัพยากร ลดต้นทุน

ค่าใช้จ่าย รวมถึงลดขั้นตอนในการติดต่อสื่อสารระหว่างกันเมื่อเทียบกับแต่เดิมที่ใช้เอกสารกระดาษ 
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 เอกสารอิเล็กทรอนิกส์จึงเป็นที่นิยมใช้ท าธุรกรรมอย่างกว้างขวางทั้งในองค์กรภาครัฐที่ประยุกต์ใช้ระบบ

เทคโนโลยีสารสนเทศเพ่ือการให้บริการประชาชนได้อย่างทั่วถึง สะดวก และรวดเร็ว หรือในภาคเอกชน

กับความคล่องตัวของธุรกิจ และแม้แต่การท าธุรกรรมเชิงพาณิชย์ในระดับระหว่างประเทศที่ประเทศไทย

เป็นสมาชิก เช่น ข้อตกลงทางการค้าแบบทวิภาคี (FTA) ที่สนับสนุนให้มีการค้าแบบไร้กระดาษ 

(Paperless Trading) (Duval & Mengjing, 2017) 

ปัจจุบันเอกสารหลายประเภทสื่อกันด้วยอุปกรณ์อิเล็กทรอนิกส์ที่ไม่ต้องใช้กระดาษในการรับส่ง

หรือจัดเก็บข้อมูลเฉกเช่นอดีตก็สามารถท าให้ธุรกรรมเกิดความสมบูรณ์ การท าธุรกรรมของภาครัฐ 

ในปัจจุบันทั้งค าขอ การอนุญาต การจดทะเบียน ค าสั่งทางปกครอง การช าระเงิน การประกาศ มีรูปแบบ

เป็นเอกสารอิเล็กทรอนิกส์ทั้งสิ้น ซึ่งองค์กรภาครัฐรวมทั้งเอกชนต่างใช้ระบบเอกสารอิเล็กทรอนิกส์มาใช้

บริหารจัดการกับองค์กรเป็นอย่างมาก อย่างไรก็ดีแม้ประโยชน์ของเอกสารอิเล็กทรอนิกส์จะมีอยู่ไม่น้อย

และทดแทนข้อด้อยของเอกสารกระดาษได้เป็นอย่างดี แต่ด้วยมาตรฐานเทคโนโลยีที่มีความหลากหลาย 

ซึ่งมิอาจปฏิเสธได้ว่าแต่ละองค์กรต่างเลือกใช้ด้วยเหตุผลที่แตกต่างกัน อีกทั้งรัฐมิได้ก าหนดแนวทาง

มาตรฐานเทคโนโลยีที่ เหมาะสมชัดเจน แม้ว่าประเทศไทยจะมีพระราชบัญญัติว่าด้วยธุรกรรมทาง

อิเล็กทรอนิกส์ พ.ศ.2544 ก็ตาม แต่ยังมีปัญหาเกี่ยวกับการใช้ การท า และการเก็บรักษาเอกสารในรูปของ

ข้อมูลอิเล็กทรอนิกส์อีกบางประการ ความไม่ชัดเจนของพระราชบัญญัติดังกล่าวที่มีต่อการก าหนด

หลักเกณฑ์มาตรฐานการรองรับสถานภาพทางกฎหมายของเอกสารอิเล็กทรอนิกส์ และการรับฟัง

พยานหลักฐานทางอิเล็กทรอนิกส์ที่ยังคลุมเครือ รวมถึงปัญหาการน าเอกสารอิเล็กทรอนิกส์ไปใช้ในทาง  

มิชอบก่อให้เกิดอาชญากรรมรูปแบบต่าง ๆ เช่น การฉ้อโกง การปลอมแปลงเอกสาร ปัญหาต่าง ๆ 

ดังกล่าวส่งผลให้องค์กรทั้งภาครัฐและเอกชนจึงยังคงจัดท า ใช้ และเก็บรักษาเอกสารกระดาษต้นฉบับ

ควบคู่กับการใช้เอกสารอิเล็กทรอนิกส์เผื่อในการใช้ประกอบอ้างอิงด าเนินการทางกฎหมายแม้จะก่อให้เกิด

ภาระค่าใช้จ่ายขององค์กรก็ตาม 

ระบบกฎหมายลักษณะพยานหรือระบบการค้นหาข้อเท็จจริงโดยศาลเป็นผู้วินิจฉัยคดีแบ่งได้เป็น  

2 ระบบ คือ ระบบไต่สวน (Inquisitorial System ) และระบบกล่าวหา (Accusatorial System)  

ซึ่งความแตกต่างของกฎหมายทั้งสองระบบปัจจุบันมีไม่มากนัก เพราะทั้งสองระบบต่างยอมรับจุดอ่อน 

ของกันและกัน ได้มีการปรับปรุงระบบการพิจารณาโดยเอาส่วนดีของอีกระบบหนึ่งมาใช้ จนทั้งสองระบบ 

มีลักษณะใกล้เคียงกันเป็นส่วนใหญ่ ถึงกับมีผู้กล่าวว่าการแยกเป็นระบบกล่าวหาและระบบไต่สวนนั้น  

ถูกต้องเฉพาะในอดีตเท่านั้น ส าหรับปัจจุบันไม่ถูกต้องนักและอาจท าให้เข้าใจผิดได้ เพราะทั้งระบบ 

คอมมอนลอว์ซึ่งเป็นต้นก าเนิดของระบบกล่าวหา และระบบซีวิลลอว์ที่เป็นต้นก าเนิดของระบบไต่สวน 
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ได้ปรับปรุงวิธีพิจารณาคดีความใกล้เคียงกันมาก  (Merryman, 1985) ส าหรับกฎหมายลักษณะพยาน 

ของไทย เป็นส่วนหนึ่งของประมวลกฎหมายวิธีพิจาณาความแพ่งและประมวลกฎหมายวิธีพิจารณา 

ความอาญา ซึ่งเป็นลักษณะของประเทศที่มีระบบการพิจารณาคดีแบบไต่สวน เมื่อพิจารณาประเด็นของ

การรับฟังพยานหลัก ฐานแต่เดิมจะพบว่าได้ให้อ านาจศาลอย่างกว้างขวางในการที่จะรับหรือไม่รับฟัง

พยานหลักฐานใด ๆ และศาลยังมีอ านาจสืบพยานหลักฐานเพิ่มเติมได้เมื่อเห็นสมควร อันเป็นหลักการแห่ง

การค้นหาความจริงโดยศาล (Principle of Judicial Investigation) ของระบบไต่สวนโดยแท้ ต่างกัน

อย่างสิ้นเชิงกับหลักการที่จ ากัดอ านาจของศาลให้พิจารณาแต่เฉพาะพยานหลักฐานเท่าที่คู่ความเสนอ 

(Principle of Party Presentation) ของระบบกล่าวหา ประเทศไทยในฐานะที่ ใช้ร ะบบกฎหมาย 

คอมมอนลอว์ท าให้ในทางปฏิบัติศาลไทยวางตัวเป็นกลางและมีหน้าที่ควบคุมการน าเสนอพยานหลักฐาน  

ส่วนการค้นหาข้อเท็จจริงมาแสดงให้ปรากฏเป็นหน้าที่ของคู่ความ (จรัญ ภักดีธนากุล, 2553) 

ความหมายของเอกสาร อิเล็กทรอนิกส์ ธุรกรรมทางอิเล็กทรอนิกส์ และข้อมูลอิเล็กทรอนิกส์ 

เอกสาร หมายความว่า กระดาษหรือวัตถุอ่ืนใดซึ่งได้ท าให้ปรากฏความหมายด้วยตัวอักษร ตัวเลข 

ผัง หรือแผนแบบอย่างอ่ืนจะเป็นโดยวิธีพิมพ์ ถ่ายภาพ หรือวิธีอ่ืนอันเป็นหลักฐานแห่งความหมายนั้น 

(ส านักงานคณะกรรมการธุรกรรมทางอิเล็กทรอนิกส์ , 2553, น. 47; ส านักงานคณะกรรมการกฤษฎีกา, 

2557, น. 6) 

อิเล็กทรอนิกส์ หมายความว่า การประยุกต์ใช้วิธีการทางอิเล็กตรอน ไฟฟ้า คลื่นแม่เหล็กไฟฟ้า 

หรือวิธีอ่ืนใดในลักษณะคล้ายกัน และให้หมายความรวมถึงการประยุกต์ใช้วิธีการทางแสง วิธีการ  

ทางแม่เหล็ก หรืออุปกรณ์ที่เกี่ยวข้องกับการประยุกต์ใช้วิธีการต่าง ๆ เช่นว่านั้น (ส านักงานคณะกรรมการ

กฤษฎีกา, 2544, น. 2) 

ธุรกรรมทางอิเล็กทรอนิกส์ หมายความว่า ธุรกรรมที่กระท าขึ้นโดยใช้วิธีการทางอิเล็กทรอนิกส์

ทั้งหมดหรือแต่บางส่วน (ส านักงานคณะกรรมการกฤษฎีกา, 2544, น. 2) 

ข้อมูลอิเล็กทรอนิกส์ หมายความว่า ข้อความที่ได้สร้าง ส่ง รับ เก็บรักษา หรือประมวลผลด้วย

วิธีการทางอิเล็กทรอนิกส์ เช่น วิธีการแลกเปลี่ยนข้อมูลทางอิเล็กทรอนิกส์ จดหมายอิเล็กทรอนิกส์  

โทรเลข โทรพิมพ์ หรือโทรสาร (ส านักงานคณะกรรมการกฤษฎีกา, 2544, น. 2) 

โครงสร้างเอกสารอิเล็กทรอนิกส์ 

เอกสารอิเล็กทรอนิกส์จัดเป็นข้อมูลคอมพิวเตอร์ที่อยู่ภายในระบบคอมพิวเตอร์ ซึ่งจับต้องไม่ได้

ในทางกายภาพ ดังนั้นเพ่ือให้เข้าถึงหรือจับต้องหรือกระท าการใด ๆ กับเอกสารดังกล่าวในทางกายภาพ 
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 ในท้ายสุดผู้ใช้งานส่วนใหญ่จึงต้องท าการพิมพ์ออกมาในรูปเอกสารกระดาษซึ่งถือเป็นรูปแบบทั่วไปของ

เอกสารที่ถูกสร้างขึ้นในปัจจุบัน เนื่องด้วยเทคโนโลยีที่ได้รับการพัฒนาอย่างต่อเนื่องในหลาย ๆ ด้าน เช่น 

การพัฒนาเทคโนโลยีระบบเครือข่ายคอมพิวเตอร์ (Computer Network) ซึ่งช่วยให้เอกสารที่สร้างขึ้น

ด้วยระบบคอมพิวเตอร์สามารถจัดส่งไปยังปลายทางได้ในทันที ไม่จ าเป็นต้องพิมพ์เอกสารดังกล่าวออกมา

ในรูปกระดาษเพ่ือจัดส่งด้วยวิธีการทางกายภาพอีก หรือการพัฒนาเทคโนโลยีด้านการแสดงผล (Display 

Technology) ที่ช่วยให้ข้อความในเอกสารมีความชัดเจน และผู้ใช้งานสามารถอ่านได้ง่าย ไม่แตกต่าง 

จากการอ่านข้อความในเอกสารกระดาษท่ัวไป หรือการพัฒนาเทคโนโลยีด้านลายมือชื่ออิเล็กทรอนิกส์และ 

การรักษาความมั่นคงปลอดภัยในเอกสารอิเล็กทรอนิกส์ที่ช่วยในการพิสูจน์ตัวตนและความถูกต้อง

ครบถ้วนของข้อความในเอกสาร เป็นต้น เช่นนี้ผู้ใช้จึงไม่จ าเป็นต้องมีการพิมพ์เอกสารอิเล็กทรอนิกส์

ออกมาในรูปกระดาษ (Print Out) ก็สามารถลงลายมือชื่อและจัดส่งไปยังปลายทางได้ และเมื่อไม่มี 

การจัดพิมพ์เอกสารในรูปกระดาษอีก ปัญหาภาระค่าใช้จ่ายในการจัดเก็บเอกสารและสถานที่ย่อมหมดไป  

และด้วยประโยชน์และประสิทธิภาพดังข้างต้นท าให้เอกสารอิเล็กทรอนิกส์ได้รับความนิยมแพร่หลาย 

อย่างรวดเร็ว ส่งผลให้รูปแบบการด าเนินธุรกรรมในปัจจุบันเปลี่ยนแปลงจากอดีต ซึ่งการท าธุรกรรม 

ทางอิเล็กทรอนิกส์ในอนาคตมีแนวโน้มจะเพ่ิมขึ้น ต่างกันอย่างสิ้นเชิงกับเอกสารสร้างขึ้นในรูปแบบ

กระดาษท่ีมีแนวโน้มจะลดลง (ณิชารัตน์ สุจริตวรางกูร, 2550) 

การน าเอกสารอิเล็กทรอนิกส์มาใช้เป็นพยานหลักฐาน 

พยานหลักฐานที่ใช้แสดงต่อศาลอาจแบ่งออกเป็นประเภทได้หลายลักษณะตามแต่วัตถุประสงค์

และกฎเกณฑ์ที่ใช้ในการแบ่ง ได้แก่ (1) พยานบุคคล พยานเอกสาร พยานวัตถุ (2) พยานชั้นหนึ่ง 

พยานชั้นสอง (3) พยานโดยตรง พยานแวดล้อม หรือ (4) พยานที่รู้เห็นเอง พยานบอกเล่า เป็นต้น 

(Merryman, 1985) ซึ่งการแบ่งประเภทของพยานหลักฐานดังข้างต้นย่อมเป็นประโยชน์ในการพิจารณา

ปัญหาเกี่ยวกับสถานะทางกฎหมายของเอกสารอิเล็กทรอนิกส์เนื่องจากจะส่งผลต่อการก าหนดหลักเกณฑ์

การน าสืบและการรับฟังพยานหลักฐานประเภทนี้ของศาล ปัญหาว่าข้อมูลที่ได้จากสื่ออิเล็กทรอนิกส์ 

จะใช้เป็นพยานหลักฐานในชั้นพิจารณาพิพากษาคดีของศาลได้เพียงใดหรือไม่นั้น ส่วนการน าเอกสาร

อิเล็กทรอนิกส์มาใช้เป็นพยานหลักฐานในศาลยังไม่มีกฎหมายก าหนดให้ชัดเจนว่าเป็นพยานหลักฐาน

ประเภทใดเนื่องจากระบบกฎหมายลักษณะพยานหลักฐานของประเทศไทยแบ่งหลักฐานเป็น 4 ประเภท 

คือ พยานบุคคล พยานเอกสาร พยานวัตถุ และพยานผู้เชี่ยวชาญ อย่างไรก็ดี พระราชบัญญัติว่าด้วย

ธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544 ได้มีบทบัญญัติรับรองสถานะทางกฎหมายของข้อมูลอิเล็กทรอนิกส์
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ให้เสมอด้วยกระดาษเพ่ือให้การด าเนินการใด ๆ ตามที่กฎหมายบัญญัติสามารถท าในรูปของข้อมูล

อิเล็กทรอนิกส์ได้ และมีผลผูกพันตามกฎหมาย ทั้งนี้หลักเกณฑ์ในการรับฟังและชั่งน้ าหนักพยานหลักฐาน

ที่เป็นข้อมูลอิเล็กทรอนิกส์ปรากฏในมาตรา 11 ว่า 

        “ห้ามมิให้ปฏิเสธการรับฟังข้อมูลอิเล็กทรอนิกส์เป็นพยานหลักฐานใน

กระบวนการพิจารณาตามกฎหมายเพียงเพราะเหตุว่าเป็นข้อมูลอิเล็กทรอนิกส์ 

และวรรคสองบัญญัติว่าในการชั่งน้ าหนักพยานหลักฐานว่าข้อมูลอิเล็กทรอนิกส์

จะเชื่อถือได้หรือไม่เพียงใดนั้นให้พิเคราะห์ถึงความน่าเชื่อถือของลักษณะหรือ

วิธีการที่ใช้สร้าง เก็บ รักษา หรือสื่อสารข้อมูลอิเล็กทรอนิกส์ ลักษณะหรือ

วิธีการรักษาความครบถ้วนและไม่มีการเปลี่ยนแปลงข้อความ ลักษณะ  

หรือวิธีการที่ใช้ในการระบุหรือแสดงตัวผู้ส่งข้อมูล รวมทั้งพฤติการณ์ที่

เกี่ยวข้องทั้งปวง” (ส านักงานคณะกรรมการกฤษฎีกา, 2544, น. 5) 

เมื่อพิจารณารายละเอียดในมาตรา 11 จะพบว่าหลักเกณฑ์ในมาตรานี้ก าหนดไว้เพียงกว้าง ๆ  

ให้รับฟังพยานหลักฐานที่อยู่ในรูปของข้อมูลอิเล็กทรอนิกส์ได้ แต่ไม่ได้ก าหนดไว้ว่าให้ใช้บังคับแก่ธุรกรรม

ในทางแพ่งและพาณิชย์ที่ด าเนินการโดยใช้ข้อมูลอิเล็กทรอนิกส์ เว้นแต่ธุรกรรมที่มีพระราชกฤษฎีกา

ก าหนดมิให้น าพระราชบัญญัตินี้ทั้งหมดหรือแต่บางส่วนมาบังคับใช้ และให้ใช้บังคับแก่การด าเนินงานของ

รัฐด้วย ซึ่งขั้นตอนการจัดท ากฎหมายดังกล่าวมีเจตนารมณ์ให้กฎหมายดังกล่าวเป็นกฎหมายกลางที่เข้าไป

เสริมการบังคับใช้กฎหมายต่าง ๆ ที่อาจมีข้อขัดข้องเมื่อมีการท านิติกรรม สัญญา หรือธุรกรรมใด ๆ  

ในรูปของข้อมูลอิเล็กทรอนิกส์  โดยให้มีผลทางกฎหมายเท่าเทียมกับ การท านิติกรรม สัญญา 

หรือธุรกรรมใด ๆ ในรูปของกระดาษ หากแต่บทบัญญัติตามมาตรา 11 เป็นกฎเกณฑ์ที่รับรองผลทาง

กฎหมายของพยาน หลักฐานทางอิเล็กทรอนิกส์ อันเอ้ือต่อการพัฒนาพาณิชย์อิเล็กทรอนิกส์และธุรกรรม 

ทางอิเล็กทรอนิกส์ภาครัฐ โดยสาระส าคัญของกฎหมายมิใช่เป็นกฎหมายวิธีพิจารณาความหรือกฎหมาย

ลักษณะพยานโดยแท้ จึงเป็นเหตุให้ภาครัฐและเอกชนยังไม่เชื่อมั่นในระบบศาลว่าจะยอมรับผล 

ทางกฎหมายของข้อมูลอิเล็กทรอนิกส์จริง และไม่มั่นใจว่าจะครอบคลุมไปถึงคดีอาญา หรือคดี  

ประเภทอ่ืนด้วยหรือไม่ 

ในส่วนของคดีอาญาตามพระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์  

พ.ศ.2550 มาตรา 25 ได้วางหลักการรับฟังข้อมูลคอมพิวเตอร์เป็นพยานหลักฐานไว้ว่า “ข้อมูล  

ข้อมูลคอมพิวเตอร์ หรือข้อมูลจราจรทางคอมพิวเตอร์ที่พนักงานเจ้าหน้าที่ได้มาตามพระราชบัญญัตินี้  

ให้อ้างและรับฟังเป็นพยานหลักฐานตามบทบัญญัติแห่งประมวลกฎหมายวิธีพิจารณาความอาญาหรือ
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 กฎหมายอ่ืนอันว่าด้วยการสืบพยานได้ แต่ต้องเป็นชนิดที่มิได้เกิดขึ้นจากการจูงใจ มีค ามั่นสัญญา ขู่เข็ญ 

หลอกลวง หรือโดยมิชอบประการอ่ืน” มาตรา 25 เป็นบทบัญญัติเสริมมาตรา 226 แห่งประมวลกฎหมาย

วิธีพิจาณาความอาญาว่า นอกจากพยานบุคคล พยานวัตถุ และพยานเอกสารแล้ว ข้อมูล ข้อมูลคอมพิวเตอร์ 

หรือข้อมูลจราจรทางคอมพิวเตอร์ก็เป็นพยานหลักฐานที่อ้างและรับฟังได้ตามบทบัญญัติแห่งประมวล

กฎหมายวิธีพิจารณาความอาญาหรือกฎหมายอ่ืนอันว่าด้วยการสืบพยาน (ส านักงานคณะกรรมการ

กฤษฎีกา, 2550) ทั้งนี้ เพ่ือขจัดปัญหาว่าข้อมูลคอมพิวเตอร์เป็นพยานหลักฐานประเภทใด ซึ่งจาก

บทบัญญัติดังกล่าวหมายรวมว่าการด าเนินกระบวนพิจารณาในคดีอาญาถ้าวิธีพิจารณาข้อใด ซึ่งประมวล

กฎหมายวิธีพิจาณาความอาญามิได้บัญญัติไว้โดยเฉพาะให้น าบทบัญญัติประมวลกฎหมายวิธีพิจาณา 

ความแพ่งมาใช้บังคับเท่าที่พอจะใช้บังคับได้ แต่การรับฟังพยานหลักฐานในคดีอาญานั้นมีหลักเกณฑ์

บางอย่างเป็นพิเศษไปกว่าคดีแพ่งคือ ต้องให้โอกาสจ าเลยอย่างเต็มที่ในการต่อสู้คดี และต้องค านึงถึงสิทธิ

และเสรีภาพของจ าเลยที่มีอยู่ตามกฎหมายด้วย เพราะกฎหมายถือว่าตราบใดยังไม่มีค าพิพากษาของศาล

ว่าบุคคลใดกระท าความผิด ต้องสันนิษฐานไว้ก่อนว่าเขาเป็นผู้บริสุทธิ์ และต้องปฏิบัติต่อเขาตามกฎหมาย

เช่นเดียวกับสุจริตชนอ่ืน ดังนั้นในคดีอาญาจึงมีหลักเกณฑ์พิเศษเกี่ยวกับการรับฟังพยานหลักฐาน 

บางประเภทซึ่งอาจก่อให้เกิดความไม่เป็นธรรมกับจ าเลยหรือเป็นการละเมิดสิทธิเสรีภาพของจ าเลย 

ก็เป็นได้  

การรับฟังพยานหลักฐานที่ดีที่สุดกับเอกสารอิเล็กทรอนิกส์ 

หลักการรับฟังพยานหลักฐานที่ดีที่สุด (The Best Evidence Rule) เป็นหลักที่แพร่หลาย 

ในประเทศอังกฤษเมื่อประมาณ ค.ศ.1700 นักกฎหมายชาวอังกฤษอธิบายหลักนี้ว่าเป็นหลักของกฎหมาย

ที่ต้องการให้พิสูจน์ด้วยพยานหลักฐานที่ดีที่สุดในเรื่องนั้น ๆ หากอยู่ในวิสัยที่จะน าพยานหลักฐานที่ดีที่สุด

มาได้แต่ไม่น ามา ย่อมก่อให้เกิดข้อสงสัยได้ว่ามีบางสิ่งบางอย่างที่คู่ความฝ่ายนั้นต้องการปกปิดไว้ ดังนั้น

คู่ความจึงต้องเสนอพยานหลักฐานที่ดีที่สุด หากน าพยานหลักฐานดังกล่าวไม่ได้ก็ต้องน าพยานหลักฐาน

ถัดไปมาเสนอต่อศาล เช่น คู่ฉบับเอกสารย่อมเป็นพยานที่ดีกว่าส าเนาเอกสารและส าเนาเอกสารย่อมดีกว่า

พยานบุคคล (Churchill, Mauler, McLaughlin, & Vincent, 2015) ปัจจุบันตามกฎหมายในหลายประเทศ 

ต่างก าหนดไว้ให้ยกเว้นหลักพยานหลักฐานที่ดีที่ สุดส าหรับการน าข้อมูลอิเล็กทรอนิกส์มาสืบ  

เช่น กฎหมายแม่แบบว่าด้วยการพาณิชย์อิเล็กทรอนิกส์ (UNCITRAL Model Law on Electronic 

Commerce 1996) ซึ่งเป็นกฎหมายที่คณะกรรมาธิการการค้าระหว่างประเทศของสหประชาชาติ 

(The United Nations Commission on International Trade Law: UNCITRAL) ได้ ป ระชุ ม แล ะ 
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ยกร่างข้ึนเพื่อส่งเสริมให้ประชาคมโลกมีกฎหมายการค้าระหว่างประเทศไปในแนวทางเดียวกัน ซึ่งประเทศ

ต่าง ๆ สามารถน าไปใช้เป็นแนวทางในการออกกฎหมายภายในของตน บัญญัติไว้ใน Article 9(1) (b) 

ก าหนดให้การรับฟังข้อมูลอิเล็กทรอนิกส์เป็นพยานหลักฐานที่ต้องการพยานหลักฐานที่ดีที่สุดมาสืบ  

บุคคลที่จะต้องมาสืบก็ควรจะสามารถรับฟังได้แม้จะไม่ใช่ต้นฉบับ (United Nations, 1999) 

ส่วนกฎหมายแม่แบบว่าด้วยพยานหลักฐานอิเล็กทรอนิกส์ (Draft Model Law on Electronic 

Evidence 2002) ซึ่งเป็นกฎหมายที่กลุ่มประเทศในเครือจักรภพอังกฤษได้ตั้งกลุ่มผู้เชี่ยวชาญร่วมกัน 

ยกร่างเพ่ือให้มีมาตรการคุ้มครองการรับฟังข้อมูลอิเล็กทรอนิกส์ เป็นพยานห ลักฐาน ได้บัญญัติ 

ในมาตรา 4(1) ก าหนดขอบเขตของกฎหมายฉบับนี้ว่าไม่กระทบถึงกฎหมายคอมมอนลอว์ ใด ๆ หรือ

กฎเกณฑ์ตามพระราชบัญญัติอ่ืนเกี่ยวกับการรับฟังหรือบันทึก ยกเว้นกฎเกณฑ์เกี่ยวกับความน่าเชื่อถือ

และหลักการรับฟังพยานหลักฐานที่ดีที่สุด และมาตรา 6 ก าหนดให้กระบวนการพิจารณาใด ๆ  

ที่ใช้หลักการรับฟังพยาน หลักฐานที่ดีที่สุดที่เกี่ยวกับบันทึกอิเล็กทรอนิกส์ กฎเกณฑ์ดังกล่าวถูกท าให้  

เป็นที่พอใจได้โดยการพิสูจน์ถึงความถูกต้องแท้จริงของระบบบันทึกอิเล็กทรอนิกส์  ซึ่งข้อมูลถูกบันทึก 

หรือจัดเก็บไว้ และในกระบวนการทางกฎหมายใด ๆ เมื่อบันทึกอิเล็กทรอนิกส์ในรูปสิ่งพิมพ์ออก 

มีความสอดคล้องน่ าเชื่ อถือหรือถูกใช้ เช่น เดียวกับบันทึกของข้อมูลที่ ถูกบั นทึ กหรือจัด เก็บ 

ในรูปสิ่งพิมพ์ออก โดยให้สิ่งพิมพ์ออกนั้น คือบันทึกตามวัตถุประสงค์ของการรับฟังพยานหลักฐานที่ดี 

(ศุทธดา วัฒนวิเชียร, 2554) 

ส าหรับกฎหมายไทย แม้ว่าพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544  

จะมีเจตนารมณ์เพ่ือรองรับผลทางกฎหมายของข้อความที่อยู่ในรูปของข้อมูลอิเล็กทรอนิกส์ให้มีผลทาง  

กฎหมายเท่าเทียมกับข้อความที่อยู่ ในรูปของเอกสารกระดาษ กล่าวคือเอกสารที่มีการจัดท า  

ให้อยู่ในรูปแบบของเอกสารอิเล็กทรอนิกส์ตั้งแต่ต้น กฎหมายก าหนดให้มีฐานะเป็นต้นฉบับ อย่างไรก็ดี

หากมีการจัดท าเอกสารในรูปของกระดาษมาตั้งแต่ต้นแล้วแปลงให้อยู่ในรูปของข้อมูลอิเล็กทรอนิกส์  

ด้วยวิธีการทางอิเล็กทรอนิกส์ภายหลัง เอกสารเหล่านั้นอาจมีฐานะเป็นเพียงส าเนาเอกสารก็เป็นได้  

ซึ่งความไม่แน่นอนดังกล่าวนี้ท าให้ภาครัฐและเอกชนจ าต้องมีการจัดเก็บเอกสารกระดาษที่เป็นต้นฉบับ

ควบคู่ไปกับข้อมูลอิเล็กทรอนิกส์ ไม่สามารถท าลายต้นฉบับจริงได้ เป็นเหตุให้ต้องเสียค่าใช้จ่าย 

ในการจัดเก็บ เอกสาร ซึ่ งในทางปฏิบัติพบว่าไม่สอดคล้องกับสภาพก ารณ์ปัจจุบันที่ ใช้ระบบ  

Paperless Trade 

เมื่อพิจารณาความหมายของค าว่า ต้นฉบับ ส าเนา และส าเนาเอกสาร ตามที่พจนานุกรมฉบับ

ราชบัณฑิตยสถาน พ.ศ.2554 พบว่า (1) ต้นฉบับ หมายถึง ฉบับจริงของเรื่องที่ประพันธ์ไว้เดิม  
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 ฉบับที่เขียนหรือดีดพิมพ์ไว้เดิมก่อนตีพิมพ์ ต้นส าเนา (2) ส าเนา หมายถึง ข้อความหรือภาพเป็นต้น  

ที่ผลิตซ้ าจากต้นแบบหรือต้นฉบับ คัดหรือถ่ายข้อความ หรือภาพ เป็นต้น จากต้นแบบหรือต้นฉบับ  

(3) ส าเนาเอกสาร หมายถึง เอกสารที่คัดลอกหรือท าซ้ ามาจากต้นฉบับหรือคู่ฉบับโดยเจตนาให้เป็นส าเนา  

ไม่ว่าจะท าโดยวิธีอัดส าเนา ถ่ายเอกสาร พิมพ์ หรือวิธีอ่ืนใดให้ปรากฏความหมายตรงกับต้นฉบับหรือ 

คู่ฉบับ (ส านักงานราชบัณฑิตยสภา, 2561) 

ตามประมวลกฎหมายพิจารณาความอาญามาตรา 238 วรรคแรก บัญญัติว่า “ต้นฉบับเอกสาร

เท่านั้นที่อ้างเป็นพยานได้ แต่กรณีที่หาต้นฉบับไม่ได้ ส าเนาที่รับรองว่าถูกต้องหรือพยานบุคคลที่รู้ข้อความ

ก็อ้างเป็นพยานได้” (ส านักงานคณะกรรมการกฤษฎีกา, 2559, น. 91) ซึ่งส่งผลให้ข้อมูลอิเล็กทรอนิกส์ไม่

ว่าจะอยู่ในรูปของต้นฉบับหรือส าเนาก็ไม่ต้องห้ามมิให้รับฟังในคดีอาญา เนื่องจากกฎหมายมิได้บัญญัติ

เอาไว้ว่ากรณีที่หาต้นฉบับไม่ได้มีกรณีใดบ้าง กับทั้งในคดีอาญาไม่ได้น าบทลงโทษกรณีที่ต้นฉบับเอกสาร 

ถูกท าลายโดยจงใจเพ่ือไม่ให้คู่กรณีอีกฝ่ายอ้างเอกสารอย่างในคดีแพ่งมาใช้ด้วย หากแต่ประเด็นที่ต้อง

พิจารณาคือ ปัญหาความไม่แน่นอนว่า Print Out หรือ Disk หรือ Back Up File สิ่งใดจะถือเป็นต้นฉบับ

หรือส าเนา ส่งผลให้เกิดความไม่แน่นอนในการพิจารณาคดี เนื่องจากคู่ความไม่อาจทราบได้ว่าจะถือเป็น

กรณีที่หาต้นฉบับไม่ได้หรือไม่ และจะต้องน าส าเนาที่รับรองว่าถูกต้อง หรือพยานบุคคลที่รู้ข้อความ 

มาอ้างอิงเป็นพยานหรือไม่ หรือคู่ความอีกฝ่ายหนึ่งสามารถคัดค้านว่า  Print Out หรือ Disk หรือ Back 

Up File ไม่ถูกต้องตรงกับต้นฉบับได้หรือไม่ เช่นนี้ควรก าหนดความเป็นต้นฉบับของเอกสารอิเล็กทรอนิกส์ 

ให้มีความชัดเจนเนื่องจากข้อมูลอิเล็กทรอนิกส์ไม่ว่าจะเป็นต้นฉบับหรือส าเนาจะมีลักษณะที่เหมือนกัน 

โดยที่นิยามความหมายของข้อมูลอิเล็กทรอนิกส์หมายถึง ข้อความที่ได้สร้าง ส่ง รับ เก็บรักษา หรือ

ประมวลผลด้วยวิธีการทางอิเล็กทรอนิกส์ เช่น วิธีการแลกเปลี่ยนข้อมูลทางอิเล็กทรอนิกส์ จดหมาย

อิเล็กทรอนิกส์ โทรเลข โทรพิมพ์ หรือโทรสาร (ส านักงานคณะกรรมการกฤษฎีกา , 2554, น. 2) 

ขณะที่ข้อมูลที่เป็นต้นฉบับที่แท้จริงคือ สิ่งที่เป็นภาษาคอมพิวเตอร์ซึ่งไม่สามารถมองเห็นหรือจับต้องได้

ส่วนสิ่งที่ปรากฏบนหน้าจอเป็นการแปลงจากภาษาคอมพิวเตอร์ให้เป็นภาษาที่สามารถเข้าใจ ดังนั้น 

เพ่ือก่อให้เกิดความมั่นใจในความถูกต้องแท้จริงของส าเนาถาวร (Hard Copy) หรือสิ่งพิมพ์ออก 

(Print Out) ของต้นฉบับเอกสารอิเล็กทรอนิกส์ที่จะน ามาใช้เป็นพยานหลักฐานและเพ่ือไม่ให้การด าเนิน

กระบวนการพิจารณาในชั้นศาลเกิดปัญหาจากสภาพของเอกสารอิเล็กทรอนิกส์ทั้งในกรณีที่มีการจัดท า

เอกสารในรูปของอิเล็กทรอนิกส์มาตั้งแต่ต้น และการจัดเก็บเอกสารในรูปของอิเล็กทรอนิกส์ในภายหลัง 

บทบัญญัติตามพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ที่เป็นอุปสรรคต่อการน ามาใช้บังคับ 

กับพยานหลักฐานที่เป็นเอกสารอิเล็กทรอนิกส์ควรแก้ไขเพ่ิมเติมให้เกิดความชัดเจนมากยิ่งขึ้น 



 

| 151 

ปีที่ 5 ฉบับที่ 1 เดือน มกราคม – มิถุนายน 2562 
Volume 5 Number 1 January - June 2019 

 

อย่างไรก็ดีพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ (ฉบับที่ 2) พ.ศ.2551 มาตรา 5  

ได้เพ่ิมข้อความของมาตรา 10 แห่งพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544  

ว่า ในกรณีที่มีการท าสิ่งพิมพ์ออกของข้อมูลอิเล็กทรอนิกส์ตามวรรคหนึ่งส าหรับใช้อ้างอิงข้อความ 

ของข้อมูลอิเล็กทรอนิกส์ หากสิ่งพิมพ์ออกนั้นมีข้อความถูกต้องครบถ้วนตรงกับข้อมูลอิเล็กทรอนิกส์  

และมีการรับรองสิ่งพิมพ์ออกโดยหน่วยงานที่มีอ านาจตามที่คณะกรรมการประกาศก าหนดแล้ว ให้ถือว่า

สิ่งพิมพ์ออกดังกล่าวใช้แทนต้นฉบับได้ (ส านักงานคณะกรรมการกฤษฎีกา, 2551, น. 82) ทั้งนี้แม้จะมี 

การผ่อนผันแต่ยังไม่สามารถท าให้เกิดความเท่าเทียมกันในการรับฟังพยานหลักฐานระหว่างเอกสาร

ต้นฉบับเดิมกับเอกสารที่แปลงเป็นข้อมูลอิเล็กทรอนิกส์ ส่งผลให้ทั้งภาครัฐและเอกชนยังคงต้องจัดเก็บ

เอกสารกระดาษที่เป็นต้นฉบับควบคู่ไปกับข้อมูลอิเล็กทรอนิกส์เพ่ือความมั่นใจหากต้องน าไปใช้ในทาง

กฎหมาย 

การพิสูจน์ความถูกต้องแท้จริงของพยานเอกสารอิเล็กทรอนิกส์ 

การพิเคราะห์ความน่าเชื่อถือของพยานเอกสารส่วนใหญ่ศาลจะมุ่งพิจารณาถึงความถูกต้อง

แท้จริงของเอกสารเป็นส าคัญ ตามประมวลกฎหมายวิธีพิจารณาความแพ่งมาตรา 126 โดยปกติแล้ว  

การน าเอาพยานเอกสารเข้าสืบจะต้องน าพยานบุคคลมาสืบประกอบ และเมื่อคู่ความอีกฝ่ายหนึ่งคัดค้าน 

ความถูกต้องแท้จริงของเอกสารนั้น ศาลก็ต้องสืบพยานโดยมีการซักถามพยานที่ทราบการมีอยู่หรือ

ข้อความแห่งเอกสารที่ถูกคัดค้าน (ส านักงานคณะกรรมการกฤษฎีกา, 2560, น. 91) ในกรณีเอกสาร

อิเล็กทรอนิกส์ผู้ที่จะเป็นพยานบุคคลในการพิสูจน์ความถูกต้องของเอกสารคือ เจ้าหน้าที่หรือบุคคลอ่ืน ๆ 

ที่มีหน้าที่ดูแลรักษาข้อมูลหรือผู้ที่จะต้องใช้ข้อมูลนั้น ๆ เพ่ือกิจการในหน้าที่ของตน บุคคลเหล่านี้อาจไม่รู้

ถึงที่มาของข้อมูลหรือไม่มีความรู้เกี่ยวกับระบบการท างานของคอมพิวเตอร์ที่น ามาใช้ในกิจการ  

จึงเป็นการยากหรือเกือบจะเป็นไปไม่ได้ ที่จะน าพยานบุคคลที่เป็นประจักษ์พยานที่รู้เห็นทุกขั้นตอน 

ถึงการได้มาซึ่งสิ่งพิมพ์ออกที่ ใช้ อ้างอิงเป็นพยานเอกสารในศาล พยานบุคคลที่มาให้การกับศาล 

จึงเป็นเพียงพยานแวดล้อม ในกรณีที่จะใช้พิสูจน์ถึงความถูกต้องแท้จริงของข้อความและเอกสารที่ใช้  

เป็นพยานหลักฐานซึ่งถือว่าเป็นพยานผู้ที่เบิกความในข้อความที่แท้จริงแห่งเอกสารตามมาตรา 126 (2)  

แห่งประมวลกฎหมายวิธีพิจารณาความแพ่ง 

การพิสูจน์แต่เพียงว่าสิ่งพิมพ์ออกนั้นเป็นสิ่งที่ได้จากระบบคอมพิวเตอร์ที่น ามาใช้ในกิจการงาน

เป็นปกติธุระ ไม่ถือว่าเป็นการเพียงพอที่จะพิสูจน์ว่าเอกสารแท้จริงและถูกต้อง เพราะคอมพิวเตอร์ที่ใช้อยู่

เป็นปกติไม่ได้หมายความว่าข้อมูลที่ได้ออกมาจะถูกต้องเสมอไป จะต้องมีการพิสูจน์ให้เห็นว่ามีระบบ 
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 ควบคุมซึ่งใช้เพ่ือป้องกันมิให้มีความผิดพลาดเกิดขึ้น และจะต้องพิสูจน์ว่ามีมาตรการในการรักษา 

ความปลอดภัยในการเข้าถึงระบบการเก็บข้อมูล ตลอดจนโปรแกรมและเครื่องมืออ่ืน ๆ เพ่ือเป็นประกัน

ความถูกต้องของข้อมูล นอกจากนี้การพิสูจน์เอกสารมหาชนตามมาตรา 127 ของประมวลกฎหมาย 

วิธีพิจารณาความแพ่งก าหนดข้อสันนิษฐานไว้ว่า เอกสารมหาชนซึ่งพนักงานเจ้าหน้าที่ได้ท าขึ้นนั้นให้

สันนิษฐานไว้ก่อนว่าเป็นของแท้จริงและถูกต้องอาจไม่เหมาะที่จะน ามาใช้กับเอกสารอิเล็กทรอนิกส์ 

(ส านักงานคณะกรรมการกฤษฎีกา, 2560) เพราะความถูกต้องของเอกสารย่อมขึ้นอยู่กับขั้นตอน 

ในการจัดท าข้อมูลและระบบคอมพิวเตอร์ที่น ามาใช้ว่ามีความสมบูรณ์และไม่มีความผิดพลาดมากน้อย

เพียงใด ดังนั้นหากพิจารณาเรื่องความถูกต้องของเอกสารมหาชนจึงควรจะเป็นอย่างเดียวกันกับเอกสาร

อิเล็กทรอนิกส์ประเภทอื่นที่ได้จากคอมพิวเตอร์ 

นอกจากนี้พระราชกฤษฎีกาก าหนดหลักเกณฑ์และวิธีการในการท าธุรกรรมทางอิเล็กทรอนิกส์

ภาครัฐ พ.ศ.2549 มาตรา 5 บัญญัติไว้ว่าหน่วยงานของรัฐต้ องจัดท าแนวนโยบายและแนวปฏิบัติ 

ในการรักษาความมั่นคงปลอดภัยด้านสารสนเทศ เพ่ือให้การด าเนินการใด  ๆ ด้วยวิธีการทาง

อิเล็กทรอนิกส์กับหน่วยงานของรัฐหรือโดยหน่วยงานของรัฐมีความมั่นคงปลอดภัยและเชื่อถือได้ 

แนวนโยบายและแนวปฏิบัติอย่างน้อยต้องประกอบด้วยเนื้อหา (1) การเข้าถึงหรือการควบคุมการใช้งาน

สารสนเทศ (2) การจัดให้มีระบบสารสนเทศและระบบส ารองของสารสนเทศซึ่งอยู่ในสภาพพร้อมใช้งาน

และจัดท าแผนเตรียม พร้อมกรณีฉุกเฉินในกรณีที่ไม่สามารถด าเนินการด้วยวิธีการทางอิเล็กทรอนิกส์  

เพ่ือให้สามารถใช้งานสาร สนเทศได้ตามปกติอย่างต่อเนื่อง และ (3) การตรวจสอบและประเมินความเสี่ยง

ด้านสารสนเทศอย่างสม่ าเสมอ (ส านักงานพัฒนาธุรกรรมทางอิเล็กทรอนิกส์, 2549, น. 2-3) 

ประการส าคัญในการน าสืบถึงการรับรองความถูกต้องของพยานหลักฐานในรูปข้อมูล 

อิเล็กทรอนิกส์ ผู้กล่าวอ้างหรือผู้น าสืบหักล้างจะต้องมีความรู้ความเข้ าใจเกี่ยวกับข้อมูลอิเล็กทรอนิกส์  

โดยทราบว่าจะค้นหาข้อมูลอิเล็กทรอนิกส์ได้อย่างไร ที่ ไหน จะน าผู้ เชี่ยวชาญมาสืบอย่างไร ทั้งนี้  

เมื่อสามารถอ้างข้อมูลอิเล็กทรอนิกส์เป็นพยานหลักฐานได้แล้วก็จะน าไปสู่การรับรองความถูกต้องแท้จริง

ของข้อมูลอิเล็กทรอนิกส์ได้ ส่วนวิธีการรับรองความถูกต้องสามารถเทียบเคียงจากข้อก าหนดคดีทรัพย์สิน

ทางปัญญาและการค้าระหว่างประเทศ พ.ศ.2540 ข้อก าหนดคดีล้มละลาย พ.ศ.2549 ข้อก าหนดคดีภาษี

อากร พ.ศ.2544 ที่ได้ก าหนดเป็นไปในทิศทางเดียวกันคือ (1) การรับรองความถูกต้องโดยคู่ความ 

ฝ่ายที่อ้าง และ (2) การรับรองความถูกต้องเพราะการไม่คัดค้านของคู่ความอีกฝ่าย ในเรื่องท านองนี้

กฎหมายต่างประเทศมีวิธีการรับรองความถูกต้องหลายวิธี เช่น (1) การก าหนดหลักเกณฑ์โดยคู่ความ 

ในการน าสืบความน่าเชื่อถือของข้อมูลอิเล็กทรอนิกส์ซึ่งอาจก าหนดล่วงหน้าโดยสัญญาหรืออาจตกลงกัน



 

| 153 

ปีที่ 5 ฉบับที่ 1 เดือน มกราคม – มิถุนายน 2562 
Volume 5 Number 1 January - June 2019 

 

ภายหลังที่เกิดคดีขึ้นก็ได้ (2) การตกลงยอมรับกันของคู่ความที่เกี่ยวข้อง (3) การรับรองความถูกต้อง 

โดยใช้ค าให้การพยานและการถามค้านของคู่ความ (4) การรับรองความถูกต้องโดยการตรวจสอบของศาล 

โดยให้ศาลสามารถเรียกพยาน หลักฐานอ่ืนมาสืบได้ ซึ่งอาจเป็นผู้ประกอบการรับรอง หรือบุคคลที่มี

ต าแหน่งหน้าที่รับผิดชอบเกี่ยวกับการจัดการหรือการให้บริการระบบคอมพิวเตอร์ หรือบุคคลผู้ควบคุม 

หรือการเข้าถึงข้อมูลอิเล็กทรอนิกส์นั้นได้ หรือโดยผู้เชี่ยวชาญที่ศาลตั้ง (5) การมีกระบวนการรับรอง 

โดยกฎหมายต้องก าหนดให้ข้อมูลอิเล็กทรอนิกส์ที่ผ่านกระบวนการรับรองให้สันนิษฐานไว้ก่อนว่า  

มีความถูกต้องแท้จริง  

เรื่องท านองนี้ในต่างประเทศ เช่น ประเทศสหรัฐอเมริกา ใช้เทคโนโลยีบล็อกเชน (Blockchain) 

เพ่ือรับรองความถูกต้องของพยานหลักฐานในรูปข้อมูลอิเล็กทรอนิกส์  เนื่องจากบล็อกเชนมีคุณสมบัติ 

ในการบันทึกประวัติการท าธุรกรรมในรูปแบบของ Hybrid Paper-Plas-Code Model ที่สามารถ

ตรวจสอบความถูกต้องและเวอร์ชั่นของไฟล์เอกสารได้อย่างมีประสิทธิภาพ โดยโค้ดจะสามารถสื่อเงื่อนไข

ของสัญญาได้อย่างเต็มที่โดยใช้ภาษาที่เครื่องสามารถสั่งการได้ (Machine Executable Languaga) 

ซึ่งใช้ได้กับธุรกรรมหลายประเภท เช่น ระบบการลงทะเบียนสินเชื่อที่อยู่อาศัยอิเล็กทรอนิกส์ (Mortgage 

Electronic Registration Systems: MERS) แต่ทั้งนี้ยังคงต้องจัดท าเอกสารส ารองไว้ (Paper Backup) 

เพ่ือวัตถุประสงค์ในการไล่เบี้ยกรณีที่เกิดการละเมิดสัญญาและมีค าสั่งของศาลเป็นผลตามมา (Gaffney, 

2017; Jesus et al., 2018) 

การชั่งน  าหนักพยานหลักฐานของเอกสารอิเล็กทรอนิกส์ 

การชั่งน้ าหนักหรือประเมินความน่าเชื่อถือของพยานหลักฐานเป็นขั้นตอนสุดท้ายของกระบวน 

การใช้กฎหมายลักษณะพยาน (จรัญ ภักดีธนากุล, 2553) ในคดีแพ่งศาลจะต้องชั่งน้ าหนักทั้งสองฝ่าย

เทียบกันว่าฝ่ายใดมีเหตุผลและน้ าหนักดีกว่า ส่วนคดีอาญาศาลต้องพิจารณาพยานหลักฐานของโจทก์ก่อน 

ซึ่งพยานหลักฐานในรูปอิเล็กทรอนิกส์แม้กฎหมายจะก าหนดให้รับฟังได้แต่มิได้หมายความว่าจะมีน้ าหนัก

น่าเชื่อถือเสมอไป การที่จะรับฟังพยานหลักฐานในรูปอิเล็กทรอนิกส์ได้แค่ไหนเพียงใดย่อมขึ้นอยู่กับ 

ความน่าเชื่อถือของข้อมูลและการจัดเก็บข้อมูล ตลอดจนมีการเปลี่ยนแปลงข้อมูลภายหลังจากมีการจัดท า

ข้อมูลนั้นแล้วหรือไม่ พระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544 แก้ไขเพ่ิมเติม 

โดยพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ (ฉบับที่ 2) พ.ศ.2551 ได้ก าหนดหลักเกณฑ์ 

การชั่ งน้ าหนักพยาน หลักฐานในรูปข้อมูลอิเล็กทรอนิกส์ ในมาตรา 11 วรรคสอง บัญญัติว่ า  

“ในการชั่งน้ าหนักพยานหลักฐานในรูปข้อมูลอิเล็กทรอนิกส์จะเชื่อถือได้หรือไม่ เพียงใดนั้น ให้พิเคราะห์ถึง
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 ความน่าเชื่อถือของลักษณะหรือวิธี การที่ใช้สร้าง เก็บรักษา หรือสื่อสารข้อมูลอิเล็กทรอนิกส์ ลักษณะหรือ

วิธีการที่ ใช้ในการระบุหรือแสดงตัวผู้ส่งข้อมูล รวมทั้งพฤติการณ์ที่ เกี่ยวข้องทั้งปวง” (ส านักงาน

คณะกรรมการกฤษฎีกา, 2551) 

ส าหรับวิธีการเก็บรักษาเอกสารหรือข้อความในรูปข้อมูลอิเล็กทรอนิกส์บัญญัติไว้ในมาตรา 10 

ว่า ในกรณีที่กฎหมายก าหนดให้น าเสนอหรือเก็บรักษาข้อความใดในสภาพที่เป็นมาแต่เดิมตามเอกสาร

ต้นฉบับ ถ้าได้น าเสนอหรือเก็บรักษาในรูปข้อมูลอิเล็กทรอนิกส์ตามหลักเกณฑ์ดังต่อไปนี้ให้ถือว่าได้มีการ

น าเสนอหรือเก็บรักษาเป็นเอกสารต้นฉบับตามกฎหมายแล้ว 

1. ข้อมูลอิเล็กทรอนิกส์ได้ใช้วิธีการที่เชื่อถือได้ในการรักษาความถูกต้องของข้อความตั้งแต่ 

การสร้างข้อความเสร็จสมบูรณ์ และ 

2. สามารถแสดงข้อความนั้นในภายหลังได้ 

มาตรา 12 บัญญัติว่า ภายใต้บทบัญญัติของมาตรา 10 ในกรณีที่กฎหมายก าหนดให้เก็บรักษา

เอกสารหรือข้อความใด ถ้าได้เก็บรักษาในรูปข้อมูลอิเล็กทรอนิกส์ตามหลักเกณฑ์ดังต่อไปนี้ ให้ถือว่าได้มี

การเก็บรักษาเอกสารหรือข้อความตามทีก่ฎหมายต้องการแล้ว 

1. ข้อมูลอิเล็กทรอนิกส์นั้นสามารถเข้าถึงและน ากลับมาใช้ได้โดยความหมายไม่เปลี่ยนแปลง 

2. ได้เก็บรักษาข้อมูลอิเล็กทรอนิกส์นั้นให้อยู่ในรูปแบบที่เป็นอยู่ในขณะที่สร้าง ส่ง หรือได้รับให้

ปรากฏอย่างถูกต้องได้  

3. ได้เก็บรักษาข้อความส่วนที่ระบุถึงแหล่งก าเนิด ต้นทาง และปลายทางของข้อมูลอิเล็กทรอนิกส์

ตลอดจนวันและเวลาที่ส่งหรือได้รับข้อความดังกล่าว 

ความในวรรคหนึ่งมิให้ใช้บังคับกับข้อความที่ใช้เพียงเพ่ือวัตถุประสงค์ในการส่งหรือรับข้อมูล

อิเล็กทรอนิกส์ 

หน่วยงานของรัฐที่รับผิดชอบในการเก็บรักษาเอกสารหรือข้อความใด อาจก าหนดหลักเกณฑ์

รายละเอียดเพิ่มเติมเก่ียวกับการรักษาเอกสารหรือข้อความได้เท่าที่ไม่ขัดหรือแย้งกับบทบัญญัติมาตรานี้ 

มาตรา 12/1 บัญญัติว่า ให้น าบทบัญญัติในมาตรา 10 มาตรา 11 และมาตรา 12 มาใช้บังคับ

กับเอกสารหรือข้อความที่ได้มีการจัดท าหรือแปลงให้อยู่ในรูปของข้อมูลอิเล็กทรอนิกส์ในภายหลัง  

ด้วยวิธี การทางอิเล็กทรอนิกส์ และการเก็บรักษาเอกสารและข้อความดังกล่าวด้วยโดยอนุโลม 

การจัดท าหรือแปลงเอกสารและข้อความให้อยู่ในรูปของข้อมูลอิเล็กทรอนิกส์ตามวรรคหนึ่ง  

ให้เป็นไปตามหลักเกณฑ์และวิธีการที่คณะกรรมการก าหนด (ส านักงานคณะกรรมการกฤษฎีกา, 2551) 
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ต่อมาคณะกรรมการธุรกรรมทางอิเล็กทรอนิกส์ได้ออกประกาศเพ่ือรองรับการแปลงเอกสาร

กระดาษให้เป็นเอกสารอิเล็กทรอนิกส์ ซึ่งมีหลักให้ความส าคัญว่าข้อความหรือข้อมูลที่อยู่ในรูปของข้อมูล

อิเล็กทรอนิกส์นั้น ต้องตรงกับเนื้อหาของข้อความหรือข้อมูลของเอกสารก่อนที่จะมีการจัดเก็บให้อยู่ในรูป

ของข้อมูลอิเล็กทรอนิกส์ มีสาระส าคัญคือ การแปลงเอกสารและข้อความให้อยู่ ในรูปของข้อมูล

อิเล็กทรอนิกส์จะต้องท าให้มีความหมายหรือรูปแบบเหมือนกับเอกสาร และข้อความเดิมด้วยวิธีการที่

เชื่อถือได้ ในการระบุตัวผู้ แปลงที่ รับผิดชอบในการแปลงนั้น  และต้องมีมาตรการป้องกันมิ ให้  

มีการเปลี่ยนแปลงแก้ไข แต่มีข้อยกเว้นส าหรับการบันทึกเพ่ิมเติมที่ไม่มีผลต่อความหมายของข้อมูล

อิเล็กทรอนิกส์ ในประกาศดัง กล่าวมีข้อก าหนดแนบท้ายซึ่งระบุถึงมาตรฐานขั้นต่ าเรื่องความละเอียดของ

ภาพมาตรฐานขั้นต่ าเรื่องความละเอียดของสี มาตรฐานขั้นต่ าส าหรับการแปลงสัญญาณอนาล็อก 

เป็นดิจิตอล มาตรฐานขั้นต่ ากรณีข้อความเป็นวีดีทัศน์ โดยให้ผู้จัดท าหรือแปลงก าหนดมาตรการการรักษา

ความมั่นคงปลอดภัย โดยก าหนดให้มีการลงทะเบียนผู้ใช้งาน (User Registration) การบริหารจัดการ

สิทธิของผู้ใช้งาน (User Management) การบริหารจัดการรหัสผ่านส าหรับผู้ใช้งาน (User Password 

Management) การทบทวนสิทธิในการเข้าถึงของผู้ ใช้งาน (Review of User Access Rights) การใช้

รหัสผ่าน (Pass Use) และการป้องกันไม่ให้ผู้ไม่มีสิทธิสามารถเข้าถึงอุปกรณ์ในขณะที่ไม่มีผู้ ใช้งาน 

ที่อุปกรณ์ นอกจากนี้ผู้จัดท าหรือแปลงยังมีหน้าที่ก าหนดบุคคลที่มีหน้าที่ตรวจสอบคุณภาพและรับรอง

กระบวนการจัดท าด้วย แต่ทั้งนี้ในประกาศดังกล่าวไม่ได้ให้ค านิยามความหมายและคุณสมบัติของค าว่า  

ผู้ตรวจสอบ (ส านักงานคณะกรรมการธุรกรรมทางอิเล็กทรอนิกส์, 2553) 

การชั่งน้ าหนักพยานเป็นขั้นตอนที่ศาลน าพยานหลักฐานมาพิจารณาอีกครั้งว่าจะเชื่อถือพยาน

ชิ้นใดได้เพียงใด ซึ่งเป็นดุลยพินิจศาลไม่มีหลักเกณฑ์ก าหนดไว้ แต่ก่อนที่จะถึงขั้นตอนนี้ เอกสาร 

อิเล็กทรอนิกส์จะต้องรับฟังเป็นพยานหลักฐานได้เสียก่อน การรับฟังเป็นพยานหลักฐานได้หรือไม่  

ต้องพิจารณาถึงกฎหมายที่วางหลักเกณฑ์ต่าง ๆ เอาไว้ และเอกสารอิเล็กทรอนิกส์ได้ผ่านเกณฑ์เหล่านั้นแล้ว 

ปัญหาที่เกิดขึ้นคือ ยังขาดกฎเกณฑ์ในการรับฟังพยานหลักฐานประเภทนี้ที่เหมาะสม โดยเฉพาะหลัก 

ในการรับฟังพยานที่ส าคัญคือ การรับรองความถูกต้องแท้จริงที่มีประสิทธิภาพ ซึ่งจะท าให้ศาลเชื่อถือ 

ในพยานเอกสารอิเล็กทรอนิกส์  และพิจารณาคุณค่าต่อพยานชิ้นนี้  ดังนั้นหลักการชั่ งน้ าหนัก

พยานหลักฐานต้องพิจารณาถึงความน่าเชื่อถือของพยานหลักฐานตามหลักเกณฑ์ที่กฎหมายก าหนด  

ซึ่งในทางปฏิบัติการแก้ไขระบบพยานให้มีความทันสมัยและมีมาตรฐานสามารถท าได้ไม่ยากนัก  

แต่การจะบัญญัติกฎหมายเรื่องการชั่งน้ าหนักพยานหลักฐานนั้นไม่สามารถกระท าได้ เพราะการวิเคราะห์

ว่าพยานหลักฐานใดมีน้ าหนักหรือน่าเชื่อถือนั้นบางครั้งเป็นดุลยพินิจเฉพาะกรณี ดังนั้นการจะท าให้  
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 ศาลเชื่อถือพยานหลักฐานที่น ามาเสนอจึงขึ้นอยู่กับกระบวนการขั้นตอ นที่สามารถแสดงได้ว่า 

เป็นพยานหลักฐานที่ถูกต้องแท้จริง อย่างไรก็ดีการชั่งน้ าหนักพยานหลักฐานในรูปข้อมูลอิเล็กทรอนิกส์ 

ได้มีการวางหลักเกณฑ์ตามมาตรา 11 แห่งพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544 

จากการที่ระบบเทคโนโลยีที่ก้าวหน้าจากแต่เดิมมาก ท าให้ธุรกรรมที่อยู่ในรูประบบกระดาษ 

เป็นระบบไร้กระดาษ ดังนั้นกฎหมายจึงเป็นเครื่องมือส าคัญที่ใช้ควบคุมธุรกรรมที่อยู่ในรูปของข้อมูล 

อิเล็กทรอนิกส์ ตามพระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544 มาตรา 11 บัญญัติยืนยัน

รับรองสถานะทางกฎหมายธุรกรรมอิเล็กทรอนิกส์ว่าให้มีผลผูกพันกันในทางกฎหมายได้ ท าให้ศาลมิอาจ

ปฏิเสธการรับฟังพยานหลักฐานที่อยู่ในรูปข้อมูลอิเล็กทรอนิกส์  แต่สถานะความไม่แน่นอนของพยาน 

หลักฐานที่อยู่ในรูปข้อมูลอิเล็กทรอนิกส์ที่มีลักษณะเป็นไปได้ทั้งพยานเอกสารและพยานวัตถุ ท าให้มีวิธี

พิจารณาที่แตกต่างกันและยังส่งผลต่อการรับฟังพยานหลักฐาน ตลอดจนอาจท าให้คู่ความสับสน 

และมีการปฏิบัติในแต่ละคดีที่แตกต่างกันได้ รวมถึงกฎหมายไม่ได้บัญญัติถึงรายละเอียดในการน าสืบ

พิสูจน์พยาน หลักฐานที่อยู่ในรูปข้อมูลอิเล็กทรอนิกส์ที่ชัดเจน ท าให้ศาลยังไม่มีแนวทางหรือหลักเกณฑ์ 

ในการพิจารณาความถูกต้องแท้จริงของพยานที่อยู่ในรูปข้อมูลอิเล็กทรอนิกส์  จึงจ าเป็นที่ต้องมี 

การปรับปรุงแก้ไขกฎ หมายลักษณะพยานโดยเฉพาะที่บัญญัติไว้ในประมวลกฎหมายวิธีพิจารณา 

ความแพ่งและประมวลกฎ หมายวิธีพิจารณาความอาญาให้มีบทบัญญัติรับรองเกี่ยวกับสถานะของข้อมูล

อิเล็กทรอนิกส์ในฐานะพยานหลักฐานอีกประเภทหนึ่ง วิธีการอ้าง การน าเสนอข้อมูลอิเล็กทรอนิกส์  

เป็นพยานหลักฐานในศาล วิธีการน าสืบพยานหลักฐานที่อยู่ในรูปข้อมูลอิเล็กทรอนิกส์ รวมถึงการเผยแพร่

ข้อมูลความรู้ทางกฎหมายแก่ประชาชนทั่วไป การอบรมทนายความ เจ้าหน้าที่ของรัฐ และผู้ ที่เกี่ยวข้อง  

ซึ่งจะเป็นการช่วยให้การพัฒนาการทางเทคโนโลยีในการท าธุรกรรมอิเล็กทรอนิกส์ มีมาตรฐานน่าเชื่อถือ

และเป็นการส่งเสริมความเจริญก้าวหน้าของประเทศอันสอดคล้องกับมาตรฐานที่นานาประเทศยอมรับ 

กฎหมายแม่แบบว่าด้วยพยานหลักฐานทางอิเล็กทรอนิกส์  

กฎหมายแม่แบบว่าด้วยพยานหลักฐานทางอิเล็กทรอนิกส์ (Electronic Evidence Model 

Law) จัดท าโดยคณะกรรมาธิการกฎหมายการค้าระหว่างประเทศของสหประชาชาติ (United Nations 

Commission on International Trade Law) ในปี ค.ศ.1996 มีวัตถุประสงค์หลักในการรับรองสถานภาพ

ทางกฎหมายของข้อมูลทางอิเล็กทรอนิกส์ซึ่ งเป็นระบบที่ ไร้กระดาษ (Paperless) ดังเห็นได้จาก 

ความในมาตรา 5 ที่บัญญัติว่า ข้อมูลจะต้องไม่ถูกปฏิเสธผลในทางกฎหมาย ความสมบูรณ์ หรือการใช้

บังคับ เพียงเพราะเหตุว่าข้อมูลนั้นอยู่ในรูปของข้อมูลอิเล็กทรอนิกส์ ส่วนความหมายของค าว่า ข้อมูล
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อิเล็กทรอนิกส์ บัญญัติไว้ในมาตรา 2 หมายถึง ข้อมูลที่สร้างขึ้น ส่ง ได้รับ หรือเก็บไว้ในวิธีการทาง

อิเล็กทรอนิกส์ผ่านใยแสง รวมถึงวิธีการอ่ืนที่คล้ายคลึงกัน ซึ่งไม่จ ากัดเฉพาะแต่วิธีการแลกเปลี่ยนข้อมูล

ทางอิเล็กทรอนิกส์ ไปรษณีย์อิเล็กทรอนิกส์ โทรเลข โทรพิมพ์ หรือโทรสาร (United Nations, 1999) 

กฎหมายแม่แบบได้แก้ไขปัญหาที่อาจเกิดขึ้นเมื่อมีการน าเทคโนโลยีทางอิเล็กทรอนิกส์มาใช้  

โดยก าหนดสถานะทางกฎหมายของข้อมูลอิเล็กทรอนิกส์ไว้ และยังได้วางหลักเกณฑ์การแก้ไขปัญหา 

ในกรณีที่มีข้อพิพาทเกิดขึ้น และเกี่ยวข้องกับการน าเอกสารอิเล็กทรอนิกส์มาใช้เป็นพยานหลักฐานในศาล 

โดยได้ก าหนดเกณฑ์หลายประการ เช่น หลักเกณฑ์เกี่ยวกับต้นฉบับเอกสาร หลักเกณฑ์การรับร้อง 

ความถูกต้องแท้จริง หลักเกณฑ์การรับฟังและการชั่งน้ าหนักพยานหลักฐาน ซึ่งสาระส าคัญของกฎหมาย

แม่แบบว่าด้วยพยานหลักฐานทางอิเล็กทรอนิกส์สามารถสรุปพอสังเขปดังนี้  (ส านักงานเลขานุการ

คณะกรรมการธุรกรรมทางอิเล็กทรอนิกส์, 2549) 

1. กฎหมายแม่แบบใช้ด าเนินกระบวนพิจารณาคดีเกี่ยวกับการรับฟังพยานหลักฐาน 

ทางอิเล็กทรอนิกส์ ซึ่งไม่จ ากัดเฉพาะน าไปใช้ในคดีแพ่งแต่หมายรวมถึงการด าเนินกระบวนพิจารณา

คดีอาญาและคดีอ่ืน ๆ ด้วย 

2. ค าจ ากัดความของเอกสารอิเล็กทรอนิกส์มีความหมายอย่างกว้าง กล่าวคือไม่จ ากัดเฉพาะ

ข้อมูลที่ถูกจัดท า บันทึก และเก็บไว้ในระบบคอมพิวเตอร์เท่านั้น แต่ยังขยายไปถึงเทคโนโลยีที่อาจเกิดขึ้น

ในอนาคต โดยให้หมายความรวมถึงการแสดงผลสิ่งพิมพ์ออกและการแสดงออกมาในรูปอ่ืน ๆ  

3. หลักเกณฑ์การรับฟังพยานหลักฐานที่เป็นเอกสารอิเล็กทรอนิกส์ คือ ห้ามมิให้ปฏิเสธมิให้รับ

ฟังเอกสารอิเล็กทรอนิกส์เป็นพยานหลักฐาน เพียงเพราะว่าข้อมูลดังกล่าวอยู่ในรูปของอิเล็กทรอนิกส์ 

4. กฎหมายฉบับนี้ไม่ได้แก้ไขเปลี่ยนแปลงหลักกฎหมายคอมมอนลอว์ หรือพระราชบัญญัติ 

ที่ตราขึ้นเพ่ือวางหลักการรับฟังพยานหลักฐานที่ เป็นเอกสาร แต่ ได้ก าหนดเป็นข้อยกเว้นของ 

หลักการรับรองความถูกต้องแท้จริง (The Authentication) และหลักการรับฟังพยานหลักฐานที่ดีที่สุด 

(The Best Evidence Full) 

5. หลักเรื่องความถูกต้องแท้จริง (Authentication) ก าหนดไว้ว่าคู่ความที่ประสงค์จะอ้างอิง

เอกสารอิเล็กทรอนิกส์  เป็นพยานหลักฐานไม่ว่าในการด าเนินกระบวนพิจารณาในคดีใดก็ตาม  

มีภาระในการน าสืบพิสูจน์ถึงความถูกต้องแท้จริงของพยานหลักฐานเช่นว่านั้น 

6. หลักเรื่องการรับฟังพยานหลักฐานที่ดีที่สุด  (Best Evidence Rule) ในกรณีที่ เอกสาร 

อิเล็กทรอนิกส์อยู่ ในรูปของสิ่ งพิมพ์ออก (Print Out) ให้ถือว่าสิ่ งพิมพ์ออกนั้นเป็นต้นฉบับด้วย  
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 อย่างไรก็ดียังต้องค านึงถึงความถูกต้องสมบูรณ์ของระบบเอกสารอิเล็กทรอนิกส์ซึ่งข้อมูลได้ถูกบันทึก 

หรือจัดเก็บไว้ด้วย 

7. กฎหมายแม่แบบยังได้ก าหนดถึงบทสันนิษฐานในเรื่องความครบถ้วนถูกต้องของระบบ

เอกสารอิเล็กทรอนิกส์ไว้ด้วยว่าอันแสดงให้เห็นถึงความน่าเชื่อถือของเอกสารอิเล็กทรอนิกส์นั่นเอง 

8. วางหลักเกณฑ์ว่าคู่ความอาจตกลงกันยอมรับว่าเอกสารอิเล็กทรอนิกส์สามารถรับฟัง 

เป็นพยานหลักฐานได้ โดยต่างไม่ได้โต้แย้งถึงความมีอยู่และความถูกต้องแท้จริงของพยานหลักฐาน

ดังกล่าว ทั้งนี้ไม่ตัดสิทธิของผู้ถูกกล่าวหาในคดีอาญา หากในเวลาที่มีการท าความตกลงในเรื่องดังกล่าว  

ผู้ถูกกล่าวหาไม่มีการแต่งตั้งทนายความเข้ามาช่วยดูในเรื่องนี้ 

9. หลักในการรับฟังลายมือชื่ออิเล็กทรอนิกส์เป็นพยานหลักฐาน หากกฎหมายก าหนดว่าต้องมี

คู่ความจะต้องน ามาแสดงประกอบด้วย 

หลักเกณฑ์มาตรฐานทางด้านเทคโนโลยีของข้อมูลอิเล็กทรอนิกส์ 

ข้อมูลทางอิเล็กทรอนิกส์ควรก าหนดหลักเกณฑ์มาตรฐานทางด้านเทคโนโลยีให้เป็นไปตาม

มาตรฐานสากล เพ่ือให้ศาลทราบถึงกระบวนการขั้นตอนที่สามารถแสดงได้ว่าเป็นพยานหลักฐานที่ถูกต้อง

แท้จริง (ส านักงานคณะกรรมการธุรกรรมทางอิเล็กทรอนิกส์, 2558) ซึ่งมีหลักเกณฑ์ดังนี้ 

1. การรักษาความลับ (Confidentiality) ให้พิจารณาว่าได้มีการใช้มาตรการดังต่อไปนี้หรือไม่ 

เพียงใด กล่าวคือได้มีการแบ่งประเภทและก าหนดชั้นความลับของข้อมูลอิเล็กทรอนิกส์ หรือในการด าเนิน 

การตามชั้นความลับได้มีการใช้วิธีการในการรักษาความลับ เช่น การเข้ารหัสลับ เพ่ือป้องกัน  

การปลอมแปลงหรือแก้ไขข้อมูลอิเล็กทรอนิกส์โดยใช้การเข้ารหัสข้อมูล เป็นต้น 

2. การรักษาความครบถ้วนถูกต้อง (Integrity) ของข้อมูลอิเล็กทรอนิกส์  ในการรักษา 

ความถูกต้องครบถ้วนข้อมูลอิเล็กทรอนิกส์ให้พิจารณาว่าได้มีการใช้มาตรการดังต่อไปนี้หรือไม่ เพียงใด 

กล่าวคือ ได้มีการใช้รหัสอักขระที่ตรงกันทั้งตอนบันทึกข้อมูล และตอนอ่านข้อมูล และได้มีการใช้

วิทยาการเข้ารหัสลับ และวิทยาการค านวณข้อมูลอิเล็กทรอนิกส์ย่อ (Hashing) เช่น เทคโนโลยีโครงสร้าง

พ้ืนฐานกุญแจสาธารณะ (Public Key Infrastructure: PKI) ที่สามารถตรวจพบความเปลี่ยนแปลง 

ซึ่งเกิดขึ้นกับข้อมูลอิเล็กทรอนิกส์ 

3. การก าหนดสิทธิในการเข้าถึง (Access Control) ให้พิจารณาว่าได้มีการจัดท าและปฏิบัติ

ตามข้อก าหนดสิทธิในการเข้าถึงระบบสารสนเทศซึ่งจัดเก็บข้อมูลอิเล็กทรอนิกส์นั้นไว้ตามรายการ

ดังต่อไปนี้หรือไม่ เพียงใด กล่าวคือการก าหนดสิทธิ ทบทวนสิทธิอย่างสม่ าเสมอ และถอดถอนสิทธิ  
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ในการเข้าถึงระบบสารสนเทศในทันทีที่มีเหตุพึงถอดถอนสิทธินั้น หรือวิธีการระบุ (Identification)  

ยืนยัน (Authentication) และพิสูจน์ (Verification) ตัวบุคคล เช่น การใช้บัตรประจ าตัว (Identification 

Card) สมาร์ทการ์ด (Smart Card) รหัสผ่าน (Password) การใช้ เทคโนโลยีชีวมาตร (Biometric 

Technology) หรือได้มีการจัดท าทะเบียนที่บันทึกประวัติการสร้าง เก็บรักษา แก้ไข เรียกดู หรือค้นคืน 

ท าส าเนาข้อมูลอิเล็กทรอนิกส์ เป็นแนวทางท่ีใช้ตรวจสอบ (Audit Trail) 

4. การรักษาความมั่นคงปลอดภัย ให้พิจารณาว่าได้มีการจัดท าและปฏิบัติตามนโยบาย 

ด้านการรักษาความมั่นคงปลอดภัยของข้อมูลอิเล็กทรอนิกส์นั้นในด้านต่าง ๆ ดังต่อไปนี้หรือไม่ เพียงใด 

กล่าวคือการจัดหมวดหมู่และควบคุมระบบ การบริหารจัดการบุคลากรด้านความมั่นคงปลอดภัย  

การรักษาความมั่นคงปลอดภัยทางกายภาพ การด าเนินงาน การก าหนดสิทธิการเข้าถึง การเข้ารหัส  

การปฏิบัติตามกฎ การควบคุมจุดอ่อนทางเทคนิคของระบบ การส ารองข้อมูลและระบบสารสนเทศ 

เพ่ือความต่อเนื่องของการด าเนินงาน เป็นต้น 

บทสรุป 

การสร้างความน่าเชื่อถือของเอกสารอิเล็กทรอนิกส์ที่น ามาใช้เป็นพยานหลักฐานในชั้นศาล 

จ าต้องให้ความส าคัญต่อขั้นตอนการจัดท าข้อมูล ที่ได้ปฏิบัติตามหลักเกณฑ์มาตรฐานสากล และ 

ผ่านการพิจารณาเพ่ือรับรองความถูกต้องจากหน่วยงานที่มีอ านาจตามพระราชกฤษฎีกาก าหนด

หลักเกณฑ์และวิธีการในการท าธุรกรรมทางอิเล็กทรอนิกส์ภาครัฐ พ.ศ.2549 มาตรา 3 เพ่ือแสดงให้เห็นว่า

เอกสารอิเล็กทรอนิกส์ที่ใช้เป็นพยานหลักฐานมีความถูกต้องแท้จริง ส่วนการที่ศาลจะเชื่อถือเอกสาร

อิเล็กทรอนิกส์ที่น ามาใช้เป็นพยานหลักฐานมากน้อยเพียงใดขึ้นอยู่กับดุลยพินิจของศาลที่พิจารณา 

ผ่านการชั่งน้ าหนักพยานหลักฐานนั้นเป็นส าคัญ 
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