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ABSTRACT

“Forensic Accounting” has been well-known and related to accountant
and auditor field for over 20 years. However, forensic accounting is still
very new and not familiar to Thai society, most people don’t understand
the definition, the role and the importance of this occupation. Despite the
fact that forensic accountant is a wire-puller in criminal justice system for
investigation collection and demonstrating that the testimony in economic
crime lawsuit, other than be expert witness in the court.

The objective of this article is to present the definition and role of
forensic accountant. This article illustrates the relevance between forensic
accounting vs. economic crime and cybercrime. In addition to the progress
of the implementation to enhance forensic accounting towards profession in
Thailand for the prevention and suppression of modern economic crime with
the use of cybercrime in the social context of digital globalization.

Keywords: Forensic Accounting, Economic Crime, Cybercrime, Criminology,
Criminal Justice System
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Iﬂsammmumamﬁuwmumiuw%ﬁmmm (Forensic Accounting Certificate: FAC) Juns
éuumaauiamamaLLSﬂwmﬂwﬁuaqmsaﬂi giuddnduil Tunisadreifndydaaines (Forensic
Accountant) dw¥uidunalalunistiesfunazsuusmownnssunaasegiaaddeln 3eldnng
reenvgnssulauefiduedesle welinmafsuasniaensuiianulusdlatazissrniviaduaziim
dennuazUssmaviinganusyiiladsiely
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Institute of Certified Forensic Accountants (ICFA) na1191 n15UgydlAIMe1 (Forensic
Accounting) lalla ffineneans (Forensic Science) ARanta%s (Forensic Psychiatry) vise TReney13ngn
(Forensic Criminology) “a% MAgafuAume witndydaaive) L?‘iﬂa%’aqﬁmiw’mmiqaﬁssm
N13AUAIY NITBATIENNNITHY #aenTzuIun1sUnd N1505993U9a3e (Fraud) ¥5001%5INI5Y
1ATugAY (White-collar Crime) 1Wunudiunilavesnsdad nmsyainannsadostuldlasdnsaasy
nelu (nternal Audit) wSen1euen (External Audit) nsiaaeuidussey Lﬁamwaaumiﬂﬁﬁ’amu
suifev (Compliance) wastnduismlmdulumundnnstaduarulovieosdng faiuy suludosadis
nstiyTussnvlndiiofigatnisyaie seysenissnssunisyasn Bennstydlududin sl
f#nen” FadnsdiAInen (Forensic Accountant) desfivinuen1sUnyd n1snsivaeu (Auditing) uay
n1sduaIL (Investigative) Aownouauatuay vAoansdoyanisnisfuegedanudaeulunsfiansanad
1usuuﬁ1a1u%7uvwmumlfuwmm (Expert Witnesses) LLavasﬂm‘Lumamuuﬂm (Litigation Consultants)

Association of Certified Fraud Examiners (ACFE) na13i1 WnUn@ildinen siuanuiniu
nsUtuinwemsavaiulunsaduayunsaLiuag uﬂum%umwmm%am’ﬁnﬂmamuﬂmuaauumﬁu
Tuwnunnstyddfiiner ddnanuivinudiuanudeas ma‘umﬁuumwm A11NIUNUIEAIY
mhenudsdulgnguune viEsndseiude nulsnun1asy andun1siiuy Luaﬂﬁ]’mmmmmmwﬂumﬁ
I esdsnslunssodunaiaiiiintuegenngs fogrsmuiiieadetutniydafine wu
N15WanEU (Money laundering) miﬁumummﬁmaawﬁmm (Employee fraud investigations)
$37980UNNT Kiting ﬂﬂina%miuﬂﬁiﬁﬂé’ﬁgzgﬂLL@%%’@%@%’@%JN (Contract and procurement fraud)
n1sgnuanningau (Asset misappropriation) N15VasAlUNANNINEG (1) (Securities fraud) N159939
lusun1sil¥u (Financial statement fraud) n1sauuuiln (Bankruptcy fraud) wagn15yasndnsiasan
(Credit card fraud) \Jusu

o

? Usgsumnizaynssunistuideu lasansuseniadednsanuiaunstnydiiinen (Forensic Accounting Certificate: FAC)
anMvAndayds fiiemansnsdlseinainnstnd augmdvemanswaensd % PINYIAYEIINAENT (LABAITIFuvLsTanT
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Association of International Certified Professional Accountants (AICPA) %lﬂu Statement on
standard for forensic services No.1 flan1sluinisvestindyddainel 2 n1sia laun

1. nsatuad (Litigation) 1u51uuwmuﬁlf?ia’aﬁmm (Expert Witness) #iUsn#1 (Consultant)
AUNA1Y (Neutral) c’ilﬂamaa (Mediator) 389 auwﬂmmmmi (Arbitrator) LwaLLﬁ’lsumawwmsuammm
szj\ﬂ,umﬂmLmLW&JQﬂﬁmLuuﬂm‘lu%umammuumaaumaﬁmqLaaﬂauma SMLUuIﬂmwaﬂmsmmLuuﬂm
(Diversion) 8#ss5uN1G0N (Alternative Justice) Wazafsssudeauudun (Restorative Justice) lou
Samoryuile Afduma auduan (m¥at Bes1ue, 2562)

2. Msduau (Investigation) Lilenauauassiodeasdefionadinisnszyiianguune lassiusa
(Collect) An3189 (Analyze) Uszidlu (Evaluate) iseRaumang U (Interpret Evident) Tun1syaeinde
aildleldy (Wu gndn AngnITINS JRsiadey (aeudyd/gniaseuniely) wasdmiugua W)
Tlédoasuriodoasdetu

#1978 ANSIAT (2562) NA133 NsURTNATNe WNerdesiunisuszendainuianunsdnyd
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NI LASHEAENS aDA NgYviNne N15398 wazmadndsnisduaiu Wenudeya vin15nssi wasdoans
Fanduny Weusglerdnensyuiunisefisssy dednlunsnsvdeuiiiefigauiofununangiulszney
101993008 UN1593INTBARANUTTE N YT UANARIINN I TIREe U Tlnedaeutydnly

Mnfesurgvesesdnsifetesiunsidiaineiuas naauwe Ans1an gunidnnisdad
taneitulssinelne aguladn n1sUgalaiven fe nstimansuasyinyefadaiunisdyd n1sku
LATYIAIEAS NITATIVFBY NITAVEIU NONUIY DIYYIINYT LAaTNTEUIUNITYATITU WUTeenaly
Iumiﬂaqﬂuu,auﬂswﬂimmsﬁm’mﬁmmqmeﬁm (Economic Crime) sReMSHUaIUTIUTINATITNE
WEIUVANFIUNNNITRY LaL/NT0 Lﬂuwmumlfummmiuwma Duivinulunsduiued viedu
Hlndinde sudnuazuastennadunssus

B NsUYBUASNIINUDNBIYINSSUNDIFASUTNDIATNBTYINSSUlBIUDS

AzaynssuNsTuiRteulasansUsEMATisTRsAAUNTRAlAmEN (Forensic Accounting
Certificate: FAC) an13wnTninyd Tunszususiguiugd nanfsanvniidesiiindadiiineuwaslasenis
FAC 1ilea91n (1) N13923ALNINA8aINANUEINEBE1UINABBIANT (2) AINITAUATAIYIINNIT
LAIIUNITEY (3) Audangniegsfanisilesdeasendldemesenineiu (4) n1snendussuin
(5) mamuﬁ’zg%mqmugﬂLmuﬁéfw Artificial Intelligence (Al) (6) AR wRNTsHTIAs19AMIEEIENIS
AN

The Federal Bureau of Investigation (FBI) 52U3121%8)1n554M19n15:3U (Financial Crime)
Usgnaume n15%939lueeAns (Corporate Fraud) N15¥93nauAIaznanyning (Commodities and
Securities Fraud) N3%33AN1531UBMINEAY (Mortgage Fraud) N13%)3309ugun M (Healthcare Fraud)
M31339a1UUN58U (Financial Institution Fraud) n15%33an1suUsenuny (Insurance Fraud) n1suaen
aaguimslan (Mass Marketing Fraud) uaznsweniiu (Money Laundering) 24819 1n351n133u
(Financial Crime) 9ni3en31 @198 INTIUATEFA (Economic Cnme) 399195 1n3530UNU1Y (White-
collar Crime) masmi/lmulﬂsumwmm U mﬂsusuauamEflua’maumwamaaummawam/ﬁWEJ (Insider
Dealing / Trading) mswwuawﬂamsiwmamﬁau‘uawmammmmgﬂamsswEJ (Terrorist Financing)
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msasLﬁmﬂg]‘wmwmwé’ﬂw%’wéuazmsﬂuﬁu (Market Abuse and Market Manipulation)
(Nic Ryder, 2018) uay ACFE leidnuszinvvanisnasaidu 3 Ussiam 10U The Fraud Tree (Fuldvasn)
16w (1) nspesudu (Corruption) MwA Autawdamarayselewd (Conflict of Interest) N1SAAALUY
(Bribery) mslansssullonfiinng e (llegal Gratuities) nMsvugiFundasnauszlov (Economic
Extortion) (2) n1s&ngenningdu (Asset Misappropriation) lan nisgneeniiuan (Cash) n1sdneen
Auuazningaudu 9 (Inventory and All Other Assets) (3) ¥33m9UN153U (Financial Statement
Fraud) oA Financial wag Non-Financial @i n1sanussnils (Eamings Management & Manipulation)
1% Overstatements %39 Understatement n1sUasutUainilsd@asusninisdneau wnarsniely
waztonasneuen Wudu 019gINTTUNIaLATYEAY L?;Juﬂ’]iéfaiﬂw‘%amaaﬂmaﬁﬂsuﬁﬂﬂEJ&TL%&J';WU
AUNISRY §377 malulagadylng mmmmmmmﬂﬂﬁ AUNITAINIIVITN Im%aﬂmwmngwma
suforfsnnaveatnnisdedunsnsseii \osanorwgnssumaasugiatnnseilaggs
a‘ma‘wLﬂ‘tflmjusuumawumumsﬂaasaammuﬂmamwamauaamm (e AN5IAN, 2562 @ 8-2) Fadu
mmmaaummﬂmﬂm (Inequality) vesssuunuiley (Capitalism) ivmwwwumwu (Capitalist) wag
FUTUUTIY (Wage Workers) mmqwmm Karl Marx (AS® Juiness, 2562)

miﬁﬁtﬁamm Aliuafsognse v‘hﬂﬂLﬁ&nﬁuawmmsumumwﬁaé’qﬂa"n SRR
m%mﬂsimmamswmau 9 mlmﬂanm mLUumaﬁaumuiwswmmwawwmwaﬂﬁmmaLLam
Tuduena maLLmuimmLuumImalﬂamaaﬁuawwmm Liaﬂiawmhmmwwﬂum NYIUNAINF Y
mL‘UummLﬂusﬂuﬂ'ﬁwmumim 2nila dafdnseinie way mimmmmmmmww UAVAIU
mmaumwwaauwmtmaﬂﬁ’mmﬂa'nmuLﬂua’mﬁuaauﬂuw%ummmmwmmL‘Uumaawawamamm
1umymumismiiu (Criminal Justice Systems) FausznausstuneunsruIuNseuideiiies
Y99I T8N15 ANa ANUTENGR warIIYinsN auLﬂumwuwaqmimmsmuqmﬁiiu (Criminal
Justice Administration) f® Input 91UYEYINIIU Process N3g mumaaaﬁiiu kae Output aneITYINTIA
(anau glsay, 2562) Imalusuuﬂaul,mmmmammmmmiw WaL/%30 ARRDNUIEAINY maamsm:u
AMNAIFATIar NN BUA e (NALENTY) Lwawawmwmiﬂiwmmma mmmwmiﬁluwawu
ﬂauauaauwﬂwaﬂﬁwuiuL%qaﬂLwaau‘uauumimLuuﬂmiu%uﬁﬂa WaL/1s0 LUUWEJ’]UNL“UEJTU’]EUG]@VLU
UNSEARTINSY wumaaﬂmimma LﬁmLﬂauiﬁumam'mmma%m%ammsmumﬂﬂﬁzmg%ma (Law
Enforcement) mwumaumumammsmummuuﬂauﬂumsuummm (mﬂﬁ) mau‘uauummﬂmmu
maumnﬂumiavmumwEJm‘waﬂgmaummmmmmummLuumﬂ,uwmalm

9191n35uMIBATEgAalunIAenyy ngnszyhAaduninaunitsluuienwazlidmg
NIENUABAITITUEIIIUVTONNINAILNTINGNGENTENUIEANEIToImaNasenTosAde vy
Unddfinerasiunuvliaseuagunnnssuiunisefisssy widmiueisginssuniuasygiandu

a

ARBIYNEITRRUNIATTLATdINaNIENUADaNsITNe UnUyddiadinetenaferteslunnnseuiuns

a

gRsTIuialugIue Outsource AABNYUNIBLMUNNAVAINNIASTIunsudIRUldngmanesg 9

]
1

Wy nsuaevaEIuAfAiiAY (DSI) ddnauanznssunisdesiuiazysivusmunismasauiesid (U.4.v.)
dinnuanenssunslesiuiazysuusunisnasaluniesy (U.uy) ddnnulesiuiazysiuusy
mMsnentu (U.U.4.) ddnauauznssunstosiuuazusiuusinenansa (U.U.4.) @inaunsialulainu
(@m9.) E1NUANENTIUAITAMAURENNSNELaLAaIANANNSNE (n.8.0.) NBIUIAUNISUTIVUIY
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1911561 (OTCO) uazmsauduauiuae® sadmnognssumaasugiafiiatuiuiendos
fuenaginssulovesindudesddinifiine ddvia (Digital Forensics) saduaiume Inslunaenwu
9nailihe Cybersecurity HSuRinvaustanisifosifu (Prevention) uazn1sas1any (Detection) w301
19 Outsource WaTIaRigatineundngWAITAUABIA VTN Ty TR sUndazdu Outsource
dwlunafgmienuiiisitesdinu Digital Forensics Wy nestasfun1susIuusmnnInszvinamin
\Rerfuenvgnssumamalulad (TCSD) uazAudUszanunsinuauiunasnsessuuneufiumes
Uszinelne (Thailand Computer Emergency Response Team: ThaiCERT)® 1dusiu e unnsg
wanfifsrnaniiilunisifuguasasTsduldngranefiunndeiuly wu Yssaanguanseign
Uszaranguauneunakaznslyd Usesnasugins waudesiunazusivununsase weudesiuiay
Unuusumsnenitiu w.a.u desiulazsuusmunstdiusinluoifn o1 vgInssudiuefi w.e.u.n15R8u
MS5UIANT W5 UMENNINELazmaNandnning w.s.u.nsnIsihaRafsfuReLfiames W.au gInTIu
yadidnnsedind iusu Wuimhdanailudaqiussbifmhonuladuguiszaunundniunstoiu
LazUsIUUTINRNNTIIMaATYER AR vannsuluiuestell ThaiCERT Wuguéuszanuaumdn

Legal Mechanisms

Forensic and Investigation e
Litigation
Mechanisms
Forensic Accountant

Economic Crime and
l Cybercrime
Digital Forensics Expert
U

A 1 U atiineuasindiivennavialunseuiunsefsssy

Attorney

Lawyer

Police

(M31: Iasesnenuiinusvelen)

> yhsnuduanutiueg Wy amaasiuasiend (@) nessinensinwiausiuasmelusiveiandng (ne.suu.) uaz
nowilne Wumhsnuatuayulunismevaussiodvanauguuuulml (Non-traditional Threats) Triudmitssuniasgdusg unisiail
fianuidssgauaziAudamnuaunsavesihssumdn Wy Sufith (Disaster) nsTaudnslaiues (Cyber Attacks) n1siens3euaznns
noAliau (Terrorism and Insurgency) @19 N3350 UA (Transnational Crime) (21711 9195 INTINNINATEFAY (Economic Crime)
msﬁmwé (Human Trafficking) & @n@e (Drug) msnzywmim?mmﬁam (Environmental Crime) 1dudiu) uazlsaszuinuazamsiudinim
(Disease and Biological warfare) (’g@ﬁﬂé WBuswiaan, 2563)

* ThaiCERT eejnnelddain dviinauianngsnssudidnnsetind (ETDA) uthilnevauswazdansiumsnisaiemnusiunsaonse
powfiames (ncident Response) uaglinsaduayuiisndunesmuuzilumsudlufvanauanutuasaonfonaiuneuiiunes s
AnnuuazEUNsT DALzl umNTuAaee o unenfnesrem I TuTL mABRTWIN SAnwILaE TS silouaz
wnmeing 9 lumsujdRieiiummsiunsiasnsslunsiinesiamesuaziedetnedumesidn (s : https:/www.thaicert.or.th/about.html)
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PwC’s Thailand Economic Crime and Fraud Survey 2020 51891131 Useviluuseinalng 33%
0 286 UEMiineuLuUABUATY m81@1’%711mamvmmﬂmﬁumwmiwwmeﬁﬂuﬁw 2 Y firuun
mami’sﬁﬂuﬂ 2020 dowaini1y 2018 ws1zaTIa kN Luaqmﬂms MAadIsnsazvaluladn
fususaty Uswwaauiuwiumummmmiumﬂ%mﬂiuiasﬂmmawwv Al lunisdedriuenvyinssy
VNALATEENY ADADIYEYINTINNAATENY 5 Susiuwsn louA nsdneenningdu (Asset Misappropria-
tion) mmﬁm%’m%@ (Procurerent Fraud) n1sAnduuusaznisaessudu (Bribery and Corruption)
M5%193m3UN150U (Accounting/Financial Statement Fraud) uazenwgynssluiues (Cybercrime) Bslu
Uszmdlngdulngifunsnsgiialasyaainsaelu saanilaniidnilvgjnszyiiialneyananisuen
o InTIIMaAsYsRaluszimalneLazylandnnsianuldlag Whistleblower fnsaaaeunisly
(Internal Audit) LLa.vmim‘uﬂuﬁaliﬂuﬂflﬁu%miﬁa'}uL?laqé]"mmim%m (General Fraud Risk Management
Controls) Ineeautayd (External Audit) mwwulmuasmam Budtymitouiian fe naidnie
winnuiisadestunisnssyiiiin sesaande msﬂwﬂgﬁivuummmmaiuimmLmiwu LAYENITAU
WlgUILAZNTEUIUNITNOUAUDINDLUANIT0IYATA Tallnadrsiansenaulul 2018 wudn n1sdneen
NINGEU wﬂuﬂi“mﬁlmLLavaamUuaumU 1 wiheanud 2020 LL@”V]’JI@ﬂUi”ﬁU“UEUW] Cybercrime
Dususu 2 wazUszmalnadususu 3 furaulade winla Cybercrime Tud 2020 Fannluiludusiu
5 tuandulunuasunadisalull 2020 mwawmu’mmmaﬂmwuLummﬂmuwmiuiasmﬂﬁvmwm
Taiviy Imawamnaﬂ,uﬂ 2018 Wua1 Cybercrime @iulng Ao Malware way Phishing uaﬂmﬂumlfuau
AATBANTANS 9 91afiNTMTITNY Malware uslindneunuudisiavidesiiuafmunguang 1lesn
néaznsenusiedeldusrenfnsuazevgydoaulindaaingni

lugalan1AintAdsia (Digital Globalization) @1¥eynssuleiues (Cybercrime) douinTunsoy
uSundsnugn Digital MinnslieSednedinuesulatl (Social Network) Agdsnnl3ituan (Cashless
Society) fin13viganssunisiiueaulall (e-Payment) nsldanaliufdvia (Cryptocurrency)’ n1sleidu
ARviauBIsUIAISNAN (Central Bank Digital Currency: CBDC)® nmslgisguu Enterprise Resource Planning
(ERP) mslgszuu Cloud Storage s Paperless MmeszuU Electronic Data Interchange (EDI) / Financial
Electronic Data Interchange (FEDI) n15l4 Big Data wag Artificial Intelligence (Al) SAualAsINTg
Neuralink Tuewan Uszneufumehganssuidenles shueetnefusmsszmaiilan (Global Network)
B Internet of Thines (IoT) daalduewanssufintrwnuasdenloadudnuae Global Criminal

° Cryptocurrency L@uaqaﬁu’Lmjﬁa%a‘fumﬂﬂalﬂmﬁmmam%ﬁﬁmumﬁ’m'suﬁﬁi’ﬁﬁ’m Foddszuunauiumesaensiaiiatiiuesn
nnaln anadulmitdaisduiieannemmgudvesssuunmstissiuinandunsiuliaunsonssneludelilueiodeanaiuiy q 1§
I@Eﬂ%mﬁiuiaﬁuéam‘uu (blockchain) aﬂmmmsmﬁaulmsumﬁuLLﬁmhjﬁoﬁ“'mmaLLaummsﬂfJaah”umsﬂaamLLﬂaﬂé’ﬁu&Jmﬁ?’m/laufiu%‘d
aguAngluaietny Fulitefifisanids sunus uazaonse ussurmsnansdinlvddlisusesin Cryptocurrency Fonvuadretun aanse
Iﬂmﬁmulmmmguma zmlmLﬂuaaﬂawﬂumﬂﬁumuuaulmﬂ“lmﬂuwmamwumwmawaq uosyaASsRURIUINN (3N 5UN. hitps://
www.bot.or.th/Thai/ResearchAndPublications/articles/Pages/Article_01Feb2019.aspx)

® Central Bank Digital Currency (CBDO) #i3un anafuaviarioonlnsuiensnansuesusiazUszvie CBDC asnaann Cryptocurrency
sz doenivivayAesunAsnans us Cryptocurrency \Juenwu CBDC fidnwazidy Stablecoin viawiayiiyarunuazlsifuruiae
ImEJiJﬁﬂ’WWISEJﬂJ’%ﬂﬂE]NI’JﬂUaLWI’iWEWIE]&JL“U?N%ﬁﬂ wu e luraiedl Cryptocurrency lmaumwwuwawﬂmamwumumﬂ CBDC
$elslransciiiadilslé w1z IngUszasAvasn1soan CBDC Aosmslndusunureaiuaiey gammmmiwmmLaﬂaimwlmmaﬂmawm
Tdoglutlagu (i : efin https://www.efinancethai.com/Advertorial/AdvertorialMain.aspx?name=ad_202002281228)

" TAs9n1s Neuralink [umsifenanesyudiinneuinmesiftetiovdeiineliannsaniusugunsaanivliu aoufiames
wazleysyUssivg (#i31: The Standard https://thestandard.co/neuralink)
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Imam%ﬁyﬂﬂiiulmua%%LﬁuLﬂéaqﬁaﬁﬁﬂﬁmmqmid@meuiyﬂmiwwmwgﬁa WU Identity
Theft Fraud, Ransomware & Malware, Phishing, Spam, Spyware, Worm, Trap Doors, Trojan
Horse, Sextortion, Romance Scams, CryptOJackmg, Logic Bombs wag Cyber Terrorism Hudu
LUl 1YY INTINN AT EFAT Iu{jfﬂ‘ﬂuu&lﬂLﬂﬂ‘U‘LAﬂ’J‘Uﬂﬂ‘UEJW“UﬂJ’]ﬂﬁ@JIGZJLUSSLLa”LﬂEJTUEJ\‘iﬂ‘U@ﬂﬂﬂi
91 INTIUVINTIF (Transnational Organized Crime) Liaﬂlmwmumﬁummﬁwmmwﬁgﬂ%mmm
(Transnational Economic Crime) wazudllilgonvgnssumamsegiatiued wiilunisneeiwgyinssy
maaswgiamelulssna uaslnslanzegiBinsioaivgnssumaasesislumhsnuniadsriedsuna
SrudsranssnuiBemeroszuuiasygiakardsnuisyAuganiauazamMnia na1afe seduATYEAIARS
38017 (Microeconomics) 3xnsenusiaUaanyana (Individual) kag33sna (Business) duseAuiAsygaans
11N1A (Macroeconomics) 3¥NTENUADAIAL UTENAYIH LagiAsygnag senIneUsena (George A. Manning,
2005) ﬁgqé’mmiﬂizﬂauqsﬁa MIRU N135UIANT MIFANUNMBVBISTUIA NMsgedesuyseanauiuiu
Tnswanusglos n15finy) N1SUSNNTANSITNE @NSITNEY atannIsaAN T8t

JEAUATEEANERIIAN1A nalntunistdesiu (Prevention) way n319d0Y (Detection) REVRELIA
MaenTu taun mimummsﬂu (Internal Control) AsUSIsALdesTeng (Enterprise Risk
Management) LLﬁyﬂ’]iUi‘Vi’]ﬁﬂ’J’]ﬁ,JLEIEN@’]‘HKH]W] (Fraud Risk Management) 293 COSO n15U%%
1#Ine" (Forensic Accounting) N159529@0UN15933A (Fraud Examination) A1sasivaaunielu
(Internal Audit) Nsaeuley® (External Audit) d@1u Cybercrime 3 Cybersecurity Framework 994 National
Institute of Standards and Technology (NIST) Cyber Standard ta¢ CoBit IT Governance U84 ISACA
TinInsITaeuszuUa AL (T Audit) wagliiing1ddvia (Digital Forensics) uanmm’f{lmﬁ’u
flassnsuuinnufiivesniaenvulnglunisnediun1snase (Thailand’s Private Sector Collective
Action Coalition Against Corruption: CAC)® ileuanafiaaanulusslauasussemiuia (Corporate
Governance) WisiAnaNlATINTg Corporate Governance Report of Thai Listed Companies (CGR)
994 10D thludn1sdndiu CG seninlsemevassuinislan (World Bank) fio lassnsussidung
MIURIRULRTgIUENNaMUUTTEIMAUTG visalasesns CG-ROSC (Report on the Observance of Standards and
Codes: Corporate Governance Country Assessment) ?z'iﬂL*‘ﬁJuImamiﬁUszLﬁu'jmawmuﬁuawizLwﬁﬁ?u
fingunasinaznsufURdulumusnesgiuanauntesiiieslanumannisves OECD®

dnlluseAuesugiansunnia uenanuiienuniasgasiinalndosiunaznsivaeunitn wusen
flunAenyuua Salilasenisuseidiu Aasssunasaulusdalumsaniunuvesmhenuniasy (ntegrity
& Transparency Assessment: ITA)" vasdiineu U.U.v. Wieatuayusssuniuia (Good Governance)

® Tasenns CAC duadullsiniatonwuvesy Certification Taefignsaaasudastlulasanis CAC (IA-CAC) Tnsiuseaiiloduns
wananunsuailiseniuuasaudananiuednsfisinisaianesUtu CAC Iﬂiqmiﬁlﬁ%ﬂmsaﬁfuaqumﬁmﬁy’qmﬁgmaLLazéwﬁﬂmu
V.U Inganusauiiove 8 oeAns iun aunavduaSuanidunssunisuisnlne (10D) ven1silve wen1sdeawd aunauuisnannsdeu
Ing aanausuinslng angshamanavulye anmeaaunssuwisUsemalng uazanignamnssuvioniisiisssmelne waglddunsaduayu
mMsafiulAsen1997n Center for International Private Enterprise (CIPE) ANSToLITN (731 : www.thai-cac.com)

? G20/OECD Principles of Corporate Governance Usznaugag 6 wuan laun (1) nstsduldngumuneuaznsounsaniuniseiu
UsIENAUIG (2) AvSvesiiievu (3) miujuRsederiieviuetavindeniu (@) unumvesiidnlidevesuiem (5) Malamedeyauasainy
W3dla (6) AmnufuleweuteInniznsINNIS (Ti: http://www.oecd.org/corporate/principles-corporate-governance)

1 1TA Yszidiuma 10 faAT dud (1) nmsufindd @ nsldsuszanm (3) mslisun @) mslimdndauvessisns
(5) msudledyminisnasa (6) auamnisdnduau (7) YszdnBamnisdoans (8) msufuugsszuumsing (9) msiawedeya
(10) MsUeaiunsnain (#iun: https://itas.nacc.go.th)
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Tunasy wagdmdvluseduninsinvesUseme asdnsitennulusdlauiuneni (Transparency
International) Sinmsdnanduussmediaag LLuum'mIUsﬂamﬂﬂnammauﬂwm muﬂaiﬂsuuuaammﬂivm
U 2019 A9 WUINSNLAETITUALA AAYLUY 87 AZLUWYINAY AINAIBTULALA 86 ALY BUAU 4 AB
FeAlUs alay @InwasLauR WMATWULYINAY 85 AZLUL Uivmv*iﬁﬁﬂ“uuuﬁaﬂﬁam Ao lwinidy Wwviganu
wardisey muﬂi%wﬂlmasﬂuamw 101 910 180 Uszine loAzLUL 36 ATLUY Uaenin Leauy
fuesa duluil@e wasuwaw@e (Thai Publica, 2563) mu NTLULENKNANTENUANNDIBYINTTUN
wiswghanaznabnnislestuniausiuusu/mnsvaeunasalussauiasugaansganianiaunnia
Imammmﬂﬂuuumulﬂima’m LWiﬂvmaﬂsvmmﬂawmﬂﬁumaLﬂiwﬁﬂﬂusvmuLm%mamaamﬂaau
dealUdasgiuasugmansumnin

Huimhaulaimauiifeaiunisiestusvgnssuiunguiifeiunmstosiunaiadiiuuy (Model)
fiflanundnendwarduiusi il

1. nquiiieafunistesiueivainssy Cohen and Felson IfidiBuunanuEes Social Change
and Crime Rate Trends: A Routine Activity Approach Tutl 1979 faiduganifinvemguiiaing
Us8913u (Routine Activity Theory) flasAusenau e wwilunvesgnseviniia (Likely of Offender)
Anuzanvelmuny (Suitable of Target) wwmwmmmmmia (Absence of a capable guardian)
(Francis T. Cullen & Pamela Wilcox, 2010) Imsl Felson Na1211 E]’l"tim’m’i'iuf\l“Lﬂﬂ‘dulﬂuaawmmﬂi”m
mm‘wuLﬂmmaiuamu‘mwmmmsmquuﬂiuawﬁmw (John E. Eck, 2010 : 39) fiasn John E. Eck
Ifa¥euuvanumvasnensyinssy (Crime Triangle) Usenausieaufeanisvasenvey1ng (Criminal
Desire) e/t (Victim/T arget) waglonia (Opportunity) (1281 wazaui) waznUadlulNeg
91v5yIn3 Ao anuwdsunstlestuenvgynssu (Crime Prevention Triangle) Usenaufienlnudednis
(Desire) AuawNTa (Ability) Lazlena (Opportunity) waglud 2010 John E. Eck wazang lalaue
UNAMNEDY Super controllers and crime prevention: A routine activity explanation of crime
prevention success and failure Juflunvesiuuy Super Controllers Wievenen1seSuie Crime
Triangle LisnAnsEnIsAIUANENTzNRn (Offender) Tnegfunases/auusengd (Handler) amuauvie/
g (Target) Inegfivineg (Guardian) LLazmmmmuﬁ (Place) Inggdnn1sanmiinaay (Manager)

2. mqwgmumawmm (Fraud Triangle Theory) Ing/lutl 1953 Donald Cressey iina1wgy1ingn
1®LB\IEJLL‘W?Naﬂ’]ﬁ’J%EJLMGINﬁLUENMﬁW]ﬂ‘HﬂﬁuV]’WH]iG] Usenaume usegdla (Pressure) lana (Opportunity)
LAZNINNMENALIIT19AULY (Rationalization) #iasn Wolfe and Hermanson (2004) latkgnsunaany
The Fraud Diamond: Considering the Four Elements of Fraud Tu CPA Journal nan1in lenia
(Opportunity) Uudszalugn1anasn usegdla (Pressure) uaznsmingradnt1amuLes (Rationalization)
LUUﬂ’liW’muLE}ﬂiUV}Uim Tmamﬂimwm ¥ADANEINTI0 (Capability) 399 muﬂivml,a Wuneen

svmim Lﬂumwawqwgamaaumm (Fraud Diamond Theory) (Rabi’u ABDULLAHI and Noorhayati
MANSOR, 2015)




INANUAIEARMArENTUSTUYIMg Y 2 naudiwiu Useneuiunalnnistesiulasusuls
NLsuaulﬂaﬂLﬂiﬂuM (Synthetic) W nufLuu Itanan’s Hexagon of Economic Crime Prevention
and Suppression Usgnousig 6 amﬂiuﬂawﬂumLﬂummmaqmﬁumﬂssumqmem Taun
(1) ANUABINTT/U599909989871%¥9Y N5 (Criminal Desire/Pressure) (2) ANUENNN50Y0901%Y1NT (Criminal
Ability) (3) MIMMANaLIII199UEYRI1YEYINT (Criminal Rationalization) (4) AMMAUNEENALA
veundo/tlmng (Suitable of Victim/T. arget) (5) Tona (Opportunity) (La1/anul) (6) N15vIAAIY
ANV ITINYaysruUAIUAY (Capable Guardian/Control Systems) TnwosAusznavludiiidy
YULDIWURIVEYINTH 3 BIAUTENOUAIUEN LUUﬂi\‘muWEN@\‘lﬂﬂiwﬂE]‘U‘VN‘VitLI(ﬂ G?IQLUulﬂlﬂEJ’]ﬂVIQJﬂﬂﬂﬁ
mmLasmﬂumawmmﬂwmlﬂ Jefosdnnisanudssiinde 3 esuszneudiuu fe wie Iama
(nan/daudl) way Aving arunalnnistesiulasadiessuuatvauaiglunay mammamwmam
(Internal Control and Risk Management) Iwuﬂiuammwuauﬂiuamma Fadu 2 esrUszneudunans
Tngdnalnn1susiudsiumenisasiaaeuniedeunuangnivaeuniely (Interal Audit) Haaudnyd
(External Audit) §n339a0UN33n (Fraud Examiner) UnUay@liAinen (Forensic Accountant)
‘mnmmmﬂﬁhﬁﬂgwmEJLLammamumﬂumLLﬁiﬁUgummmaﬁma (Law Enforcement and Compliance)
57713 Whistleblowers udu 6 Bﬂﬂﬂiuﬂ@Usﬁuuaﬂﬁﬂ

/ Internal Audit \\

/ Internal Control

Suitable of Victim/Target

k: Criminal Desire/Pressure
\ g
\ Risk Management //
A

\\ Forensic Accountant

AN 2 Itanan’s Hexagon of Economic Crime Prevention and Suppression

(M3 IAses9n e inusvesitew)

uenNi naufersainerdinduiu (Classical School of Criminology) T1aelang LS
(Free Will) ve9 Cesare Beccaria wazansessauszleasuiion (Utilitarianism) U89 Jeremy Bentham
findnaile madiadumsnsziile vesauaziansanindsaliAnaugy (Pleasure) nionmynd (Pain)
UINNTINY 1AUFUNINNTIAILYND A1snTETTR LLGiﬁWﬂ’JW@JVIﬂSﬁEJ’mﬂ’j"IWJ’mﬁ“U nsnsETtud
Ay mqwgmﬁmaﬂﬁ]Laaﬂamqummma (Rational Choice Theory) was Jon Elster findnils maden
summsﬂivmwmﬂwawimsnl,ﬂs’wmum naUstlewt doi Toids andudahunuieuiisuiusas
mau%t.aaﬂmmaaﬂmmqm (¥ 19113, 2558) ABAARBINUNGBAMINITAIMNULALAINUTAKEINI
naUszlavil (Principal Agent Theory and Conflict of Interest) U84 Jensen & Meckling (1976) finanais
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yANARBULIUIINNITNTIRAuA NI InefiagldTumngnduld (Gain vs Pain) noufudrdatuayu
WUIAAAILUUNITHNABITYINTIUNNLATEFAD (Conceptual model of crime occurrence based
on convenience theory) $3Usznaufganudusius 6 \Fosszninaasugia (Economic) 8aAns
(Organizational) wagwg@nssy (Behavioral) laun (A) e1wgyInTsunIsRiueageusdlufianssunis
nQMINEYeIaIAng (B) Anuussaumlsuaznadisagslalinuneervginssumaasegia (O Ay
oo Inwazdunianihidelenalinee v inssuniaasugia (D) anmuesesdnsiduimusssuums
o1vanssuAsusAagnseyiAndslidufidonuy (B) nsvensunieonaaslunginssudoauuhls
YABNITNDBIVYINTIUNNATEFN (F) W AnITuL DB ULAYaTRYINTTY gnTugUluUTUNURIRIANS
aliléEang (Petter Gottschalk, 2016) dafauuumsifneivginssumaasygiatifegiusnuesiym
aﬁﬁmﬂﬂiiumﬂﬂLﬂswgﬁ%“ﬁﬂLﬁu Internal Environment %58 Control Environment TuasAusznausnues
COSO - ERM wag COSO Internal Control s

ECONOMICS
Profitable crime

BT TSy
Wl o
ORGANIZATION D BEHAVIOR
Concealed crime " F Acceptable personal deviance

2% 3 A conceptual model of crime occurrence based on convenience theory

(fia7: Petter Gottschalk, Explaining White-Collar Crime)

mﬂﬁﬂdnﬁwqwﬁLLawé’ﬂmWiN6] wsraualaidnandu DIYLYINTTUNUATYFAY DIVYINTTY
lgiued nszurumsyfsssn nnsmuauasly mMsudmsanuidss mansaseunelu nsaeutnd
M3 01TV W% Sruduesdaruduuuanineins (Interdisciplinary) ﬁﬁﬂﬁm%ﬁﬁwmmiﬁaﬁ
wanwtialuanInNsUnd N5 WWsygMmans nguune ais @




B 200U BWAUMSUTYBUASNaN
SloTuil 26 uaey 2562 an v TNU T TESnuEIULioLuE lATINTIATATIV TN

v Aaaa

mum'ﬁumumwm (Forensm Accountlng Certificate: FAQ) Lwaﬂammm”ﬂummimm AADAAIUNTT
usanAuAneTiiaty ImmwmwiuﬂsvmumsEJmﬁssmmm1'mmau‘La”Lumii’]amuuavﬂiwﬂsm
N33R lARg 1M Ay Tnedt andnsngaf wissiusna wenan It ulszsundrnita
MsousH uaxdl A (filey) 391 A oARNTINNS U4, A5 IR @2TTRNeAR 1aYTBNISAMENTIINNG
Miundannsnduagaainnanning (n.a.0.) andszay nissaulsal {9iesauuniusedn wa.e.useing
WYFITIU TRWLNTFUUNT T.A.0.AeinY Alasual UTEs1uNIIuNMIngIaEey Usen Aiduea 911
(Wmww) wariivineanenssunsivdndadiunisneszsuudad andvdndydy AUTEAITAY
LS TUSnwiafTlAY nsudoUmUARTiAY LAy nA.dNYY AN5IA1 919138UsERA ATy
AizyndlveransuaznTUyd Nssmmans Uszsuanzeynsmnsiuindeulasinng FAC saudu
ANEINEINTIUNWEIN FAC Aaudzdnn1sHnausukasnaaauiuaiing FAC Tuhasiau uiay - wwieu
2563 wilutlagtiuanivndndyd IWdeunsiamsineusuidesantlgmnisunsssuiavedhda COVID-19

TnganzIngnslananfalasants FAC Nuiaula wu

1. paudnsngal) wismiusna wenanAndndnd Ténanlelumuieun FAC fstlymnisyaielu
ApAsuazienvuitUssmalvediliniiunuinisuselivansgivainaniunisdesiuiasysivusy
AR GRISINIGE maﬁaéfmmaaﬁuauumamﬁl,'ﬁul,m'ﬂ”liriaﬂﬁ%’w (Anti - Money Laundering and
Combating the Financing of Terrorism : AML/CFT)" mammwwumw zmilony U4, sely
wiaaniv@ndyds Jadiuleuisenszauin@nsiunisiaydtaiinerliduaina Jlsuwiuiinig
ﬁmamvLﬂmuLUumamﬂzusuaqﬂivmimﬂu%mlumwmmmaivmwmﬂmmvmﬂLaﬂ%u‘luﬂmawuv
DIVYINTIUN AT

2.WA8UYY ANTINT nanlusuAn Al ﬁlumLmuuﬂ‘UiUSU Forensic Accounting Faduaulom
‘1/1mammmwnum%nuumammEJ nseuUTHLATNAday FAC Tateidavnasifuluniu AICPA Usenou
ie 5 331 lagusulidriuusunvesdsemalnglaun (1) unumnsdaddainen nssuiumsivnu
wadan1sduaiu (2) wwInen1sasivaey nisiiudeya nisldne iy wadanistdesiu nsradu
LAZADUNIUNITYIZA (3) ARAUATATE AMULEEMENIINITRUEIUYAAS (4) Wumui“wﬂgmmsm‘mmi
msBumelutuma (5 AdemMensUsTlugammsavhseay uenniildnamimansideves
Wy Boouslwyad (2557) inudn 88% msmﬁmsuwuﬂumﬁuaumuiuﬂswLﬁnﬂiﬂnaﬁ]ummiamamw
aauLLavi’]aaﬂumsmsmlﬂmmu 80% HNUYFAUAINILAINITONTIINUNITNIIALAAN T do U TRy
LuaﬂmﬂlmmamﬂﬂiuﬂWiaaUU@m 72% qiﬂaiuﬂivmvﬂ‘vlaiuﬁaaguumﬂaﬂmmLUﬂWWﬂ%ﬁﬂﬁﬁﬂﬂ
ndddumuiionsadeuuazTostunismada laglimauaindagtiunsmeinlutssmalnediuuali

'
a

é’ dll I A 2 N a v o w U a ! ¥
PAHENTU Lu@ﬁ'ﬂ]']ﬂﬂ']u‘ﬂmmﬂﬂﬂﬂmmL‘Ua‘c'JuVL'IJIﬂﬂﬁuﬁlﬂﬂ’ﬂ‘MﬁWﬂm@JﬂUﬁ’mgﬂ’]iL\‘i‘L!il’]ﬂﬂ’)’]ﬂ’ﬂl@ﬂ(ﬂ@\‘i ey 78%

" YagtuussimeAlnernunasivssidiu AML/CFT 27 o 910 40 1o seudngn n.a. 61 dnnsdinausziliuduussantualuseaug
v o o s < = = a a1 = | D3 ' ° & Ao =
4 fuwiniu wiade dnlus uwasualBen nednaussluinitUssnaeeanie dwalivssndlnglignivunilulsenaniinnudes
gasnuenidu (Wl widwesufuumiladounnsosiunguunsuaziiuyszdninalunsufifnusgraduglsssu Inedossenu
msuilvdaunnsesniely w.a. 63 assaatnunisusuidiufney (follow-up assessment) ANUAUNTNTNAIUNY LA AU EVEHA
1wl 65 (M https://media.thaigov.go.th/uploads/public_img/source/dtinautssiunasUsiuusiunisneniiu.pdf)
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flonalunsiu@nindgdduaululssmalny ssinseneg SulimudAgiunisesvdeunaziesiu
N13935911NTU wenaNtUNsmAlulagnimthuasiuaisanvdwmalin1snassluswaniinududou
WNBeUU Feaeudnydvizednsiaaeunelueialiansansianunmvasals snviadalitediinlunmsvinnu

o A ~

8nse wanssaninUydduaiundanududaszsuazinnudisivganzaulunisnsisgeun1snase

<

3. $.AN.M2INY AUl na1I Usewaiimunkalasimun CPA Tviidu Forensic Accountant
Lﬁaﬁiaéﬁummﬁm ‘Luaw%’gam‘%m Forensic Accountant ﬁﬂ'mammumﬂqm $998911AB GRC Internal
Audit kag Fraud Examiner lngaeuday® (External Audit) demauunuioggn

ensation Rar or the Top Five

$200.000

$175,000

. $142,304 $145,000
$150,000 . .
s130.082 $125,000
$125,000 $110,000 ; $113,000
$100:000 SRR $101,000
$100,000 $90,634 $87.858 . $93,000
ssa370 @y $80,000 $79,000 $78,000 574 $80,000
e $71,800 @ .- 50 @ . $70,137
i $60,264 ' $56,863 $59,640 560,264
$45 D00 [ 4. $60,000
$50,000 o s-..gcn ®

$25,000

30

Forensic Fraud Governance. External Internal
Accountant Examiner/ Risk and Auditor Auditor
Investigator Compliance

@cre @ NonCFE
A il 4 Aneuuureininasaaeuluanioini 5 Sudu
(#131: ACFE https://www.acfe.com/2015-compensation-guide-key-findings)

luaygausenauivI@n (Certified) Aun1sURTNAINGILAZNIIATIIABUNITALUTEFUAING
FHuN33ndl 3 aantu/amnau l6uA (1) Institute of Certified Forensic Accountants (ICFA) anluaygyn
Certified Professional Forensic Accountant (CPFAcct) (2) Association of Certified Fraud Examiners
(ACFE) eenluaysyn Certified Fraud Examiner (CFE) Wa¢ (3) The American Institute of Certified Public
Accountants (AICPA) aaﬂiuauﬁy’m Certified in Financial Forensics (CFF) Farounthiluszmalne
LineTauaunioanituladugianisfineusuuasnaasuiiiesanluoygnusznouiviinduiiun
fouaunsyinzeynsTINMITuLdeulasants FAC anivndindyds Uszneuse sa.auwy Aasi
ATz ATITNediuS 5.0 Aaedny Adesual weasaTsy yueues aswde w@leuiya
wavautegns Sainen Taeil uaas 3590 osnundes@ide uiivinw fefoduany3Gutuindorinin
nsdadiiinelmintuluusamalnedundusn

ANLuAnEaTiddysEnIne faoudayd (External Audit) fasraaeunielu (Interal Audit)
waznUayTllainen (Forensic Accountant) A9 I9UIEEANA LAZIIHNIUNANITATIVERY wllnAllANIs
pvdevannsaUszgndliTmuldluunsd fuiuludseneuini@nmsuenusazdiu auaunin
warthugfisnaiulidanu ndnafe HeaauUyd CPA Lﬂu@:ﬁmﬁmmlumwamaaaaauﬁm%lﬁmmL%aﬁwia
iﬁmmﬂﬁfﬁmﬁLﬂuiﬂm’mmmg’mmiﬂmmﬂ’liﬁu (International Financial Reporting Standards:
IFRS) videlal ilelvgldeunisiuarunsahlulidaaulelsegsgnsies gasaasuaislu CIA/CPIAT
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L‘fJUﬁL%EJ’J?ﬁZUSL‘IJﬂ’ﬁWi’J‘\]ﬁ@UELﬁﬂ’NNL%@ﬁuuﬁﬂﬁﬁqﬂ‘%ﬂ@’]Lﬁﬂ’&ﬁUiaUUﬂ?iﬂ’]UﬂMﬂ?ﬂiﬂJ ﬂ’l’i“U%Wﬁﬂ’J’]lngEN
bbel ﬂ?iﬂ?ﬂUﬂLLﬁﬂ’ﬂﬂWﬁV]@ LW@L‘Wllllaﬂ'ﬂﬁaﬁﬂﬂiLG]‘UIG’]E]EJ']\‘IENEJU ﬁ'JUUﬂ‘UEUGUUWJ‘VIEJ'] FAC LUUNLGUEJ']“U']EU
I‘Uﬂ’]iﬁUﬁ’JUTJUi’JiJGﬁ’J’«J‘Wﬁ‘\]uw&ﬂu%aﬂ’ﬁ’]‘uw\l@LLﬁﬂﬂlusUUﬂWaiuﬁﬁquEJTLJB\ILSUEJ’J‘U’]QJ MS@LUUVIU?ﬂUWI‘N
nsALEUAR mai{lﬂamaa

n37Ems9aun el Ui TIINURITINTSUMLATESAALSNN LHesanTaatudsnudaliizan

Y Y v 9 9 Y
a

T AninUgyddaingregraunivaty guimsinueununglignsiaaeunigluraunsiaaeunasn
WAEAUAIUARUAIUME %qﬁmﬁiammgmsuaﬁsm%wQm’maaumﬂu i@ “1210.A2 - Internal auditors
must have sufficient knowledge to evaluate the risk of fraud and the manner in which it is
managed by the organization, but are not expected to have the expertise of a person whose
primary responsibility is detecting and investigating fraud.” ‘vlm‘wwfl,mmwaaumﬂumaqmmm
WiganeNzUszifiuanudssveinisiianainagnisinnisasn Lmlumau%mmmmmma%aaumm
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